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BE3IUIOTHI IHTEJIEKTYAJIbHI CACTEMU I/IA 3ABE3ITEYEHHA
KOMYHIKAIIHA I TIOA0JIAHHA HEBE3ITEYHHUX ITPOCTOPIB:
METO/A0JIOI'T9HI 3ACA/IA TA ITPOEKTHI PIIIEHHA

Anomayis.  PoseasHymo ~ mMemodoo02ilo  3acmocyeaHHs — 6e3niAomHuUX
iHmesekmyanvHux cucmem 04 MOHIMOpuHzy, mpaHcgopmayii ma 6ezneyHoz2o
nodonaHHA HeGe3neyHux npocmopie, Wo UHUKAU 8HACAIOOK pocilicbkoi eilicb kool
aepecii. Aemopu nponoHyromb yHiikogaHe noHsmms Heb6e3neyHoz20 npocmopy
(Dangerous Space) ma vomupboxemanHull onepayitiHull yuka 448 pobomu 3 HUM.
TexH0.10214HOI0 OCHOBOM0 € PI3HOPIOHI 6e3ninomHI kKoMnaekcu, 06’€0HaHi 30 NPUHYUNOM
cepgicHoi modeai DUFaaS (Dependable UxV Fleet as a Service). [las 3a6e3neveHHs
akocmi ma 6esneku cucmem po3pob6aeHO Modedb OYIHKU SKOCMI UWMYy4YH020
iHmesaexmy, memod aHanizy pusukie XMECA/IMECA ma modeai HadiliHocmi epynosux
Micill. Pesyabmamu docaidxceHb anpobosani 8 npoekmax, 30kpema, npu po3pooyi
cucmem donogHeHoi peanbHocmi 045 canepis, arzopummis po3zop ma HHA Mepexc LiFi

ma cumyasamopig QuHaMivHux cepedoguuy.
Knioyoei caoea: Hebesneyrull npocmip, 6e3ninomui iHmeaekmyaabHi cucmemu,
KpumuyHa iHgpacmpykmypa, cmilikicme, kiGepbesneka, poi 6e3niiomuukis.

MoTuBauis. Pocilicbka noBHoMacITabHa arpecis
npoTH YKpaiHW mpu3Besia 0 popMyBaHHs 3HAYHOI
kisibkocTi HeGe3nmeyHux npoctopiB  (HIT), 1o
CTaHOBJATH 3arposy KUTTIO nwgein Ta
¢dyHKIioHyBaHHIO KpuTH4HOI iHdpacTpykTypu (KI).
Jlo TakuxX MPOCTOpiB HaJjeXaTb: 1) MiHHI moJisA Ta

aKBaTopii, L0 MepelIKOKAIOTh TyMaHiTaApHOMY
PO3MiHYBaHHIO, Bi/IHOBJIEHHIO CiJIbCBKOTO
rocrnojapcTna Ta NPOMHUCJIOBUX 00’€KTiB;

2) 3pyviHoBaHi O6yziBai Ta 06’'ektu Kl (Hampukiag,
Tpunineceka TEC), mo noTpe6yr0Th MOHITOPHHTY,
OLI{HKH CTaHy Ta MOUIYKY MOCTPaXAAINX; 3) TEPUTOPIT
JIiCOBHX MOXEXK, CIPUINHEHUX 06CTpijlaMu Ta 3MiHOO
KJIiMaTy, fKi MOTpe6yITh CUCTEMHOTO MOHITOPUHTY
Ta JIiKBianii; 4) iHIIi 30HK HiBUIEHOTO PU3UKY, Jie
HEMOXXJIMBO e(pEeKTHUBHO 3aCTOCOBYBAaTH TpPaAULiNHI
TeXHiuHi 3aC06H Ta CUCTEMH 3B’AI3KY.

Ili BUKJIMKY 06YMOBJIIOIOTh HaraJbHy NOTpe6y B
po3po06Ii iIHHOBAiIHHUX METOAIB Ta TEXHOJIOTIH AJIs:
1) OIlepaTUBHOI'O MOHITOPHUHIY  NapaMeTpiB
He0e3MeYHHUX MPOCTOPiB; 2) 6e3MeYHOro MOJ0JAHHS
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LUX NpPOCTOPiB JII0JbMU Ta TeXHIKOI0;
3) Tpancdopmanii HebGe3nmeyHUX 30H y Oe3mnedHi;
4) rapaHTOBaHOIro 3abe3NneyeHHsI 3B'SI3Ky B yMOBax
pyHHYBaHb [J TNPUHHATTA pilleHb KPU30BUMHU
[EHTPaMH.

KoHuenTyanbHi OCHOBM JociaimkeHb. B pamkax
JOCJiIKeHHS 3alpoNOHOBAaHO yHidpikoBaHe
BU3HA4YeHHs: He6e3neyHuH npoctip (Dangerous Space,
DS) - ne gBoBUMipHa a60 TPUBUMipHA 06J1aCTh, SIKA
CTAaHOBUTb 3HA4YHY Pi3n4Hy Ta/abo kibep3arposy s
0e3neKkd JIIOJeW, CTaHy NPUPOJHUX pecypciB i
NepelKoKae edekTUBHOMY bYHKI{IOBaHHIO
TeXHIYHHUX Ta KOMyHiKaliiiHUX cucteM. Po6oTta 3 HII
CTPYKTypOBaHa HaBK0JIO YOTUPbOX OJIOBHUX 3aBJJaHb
(Tasks, T):

T1. MouiTopuur HIl. BusiBnenns, ifentudikanis
Ta OLiHKa mnapaMmeTpiB mnpoctopy (po3MipH, THUI
3arposy, il iHTeHCUBHICTb, IUHaMiKa) AJIs MiATPUMKH
NPUUHSATTS pillleHb.

T2. Tpancdopmauis HII. IloBHe a6o 4YacTKoBe
nepeTBOPEHHSA Hebe3MeyHoro IpoCTOpy Ha
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0e3MeyHUH BiANOBIJHO [0 BUMOT I[OJI0 PO3MipiB
LiJIbOBOI 30HU Ta JOIYyCTUMOIO piBHA 3HUXKEHHA
Hebe3neku (HAMpPUKJAJ, PO3MiHyBaHHA [JiJAHKU Hif
NPOKJIaJaHHSA JOPOTH).

T3. be3aneuHe mnojoJsiaHHa HII. 3abe3neyeHHs
npoxomkeHHss 4epe3 HIl uogel, TexHiku a6o
MaTepiasniB 3  ypaxyBaHHSIM  oOMeXeHb  Ha
BXiZiHi/BUXi/JHI TOUKU Ta XapaKTEPUCTHUKHU 06 €KTIB.

T4. 3a6esneuenHs 3B’si3ky B HII. Opranizanis
nepejayi JaHUX BiJ,  [pKepeJ inpopmarii,
po3TauioBaHux ycepenuHi HII (ceHcopH, po3BiAHUKN),
J10 LLeHTPiB NPUHHATTA pilieHb (KPU30BUX LIEHTPIB).

Jn1a BUKOHAHHA LMX 3aBAaHb 3allPONOHOBAHO
YHIBepCaJbHUN oOnNepaniiHUM LUKJ, 110 BKJKYAE
yotupu etanu (Operations, Op):

Opl. MownitopuHr Ta ifenTudikanis. [lepBunHe
abo nepioguuHe o6crexxenHss HII 3 BUKopHCTaHHAM
UxV 3 pisHMMHU ceHcopaMu. PesysbTaT - OHOBJEHA
nudpoBa Mogesnb abo uudposui AsiHUK (Digital
Twin) mpocrtopy, mo Bifjo6pakae Bci 3arposu Ta
NepelmKoau.

Op2. Cnenuodikanis Ta miaHyBaHHA. Ha ocHoOBI
Mozeai GopMyJIIOIOTbC KOHKPETHI 1iji (HampukJaaz,
«pO3MiHYBaTH KOpUZ0p 3aBLUMPLIKU 10m»),
061 paloThCs ONTHMaJbHI a60 paniioHabHI aIrOpUTMHU
BUKOHAaHHA (MaplIpyTHU3aljii, po3noAisay pecypcis).

Op3. PosropranHa Ta BHKOHaHHA. [IpakTH4yHa

peanizaniga miaaHy wigxoM  BBeZeHHa B HII
BiATIOBIIHUX  6e3MJIOTHUX cUCcTeM (OJUHOYHHUX
amapariB, poiB a6o ¢JoTiB). BUKOPHCTOBYHOTbHCS
AJITOPUTMU 6araToareHTHOI KOOpAWHaLil Ta

6araToMapIIpyTHOTO MPOXOKEHHS.

Op4. 3abesmedyeHHs HaAiWHOCTI eKcIIyaTanii.
CynpoBigy po60OTH CHUCTEMH 3 METOI0 MiATPUMKH il
npaue3AaTHOCTI, dyHKIiHHOT 0e3MeKH Ta
KiGepOe3neKu NpoTAroM yCbOTo Yacy BUKOHAHHS Micii,
BKJIOYAalOYU pearyBaHHAd Ha BiJJMOBU Ta 3O0BHILIHI
BIVIMBH.

TexHoJsioriyHa OCHOBa JAOCJiIKeHb. fAapom
TEXHOJIOTIYHOTO apceHa/lly € pi3HOpiAHi 6e3miJoTHI
kommuiekcu (UxV), 1m0 oXOmJIOIOTE BCi cepeioBUILA:
UAV (Unmanned Aerial Vehicle, sitanshi), UGV
(Unmanned Ground Vehicle, H©asemni), USV
(Unmanned Surface Vessel, HaaBoani), UUWV
(Unmanned Underwater Vessel, migBomni), UUGV
(Unmanned Underground Vehicle, mig3emHi).

[xHA edeKTHUBHICTL JOCATAETbCA 3a paxXyHOK
KOMOiHaIil TaAKUX KJII0YOBUX TPUHITUIIIB:

1) MyapTUIpOCTOpPOBa Opi€HTalis. 3acTocy-
BaHHA TreTeporeHHUX OGJIOTIB /i1 KOMIJIEKCHOTO
BUpilleHHa 3aBfAaHb. Hampukmag: UAV + UGV
(siTanbHi anapaTy Bey Th AUCTAHIIHHUHA MOHITOPUHT
JIICOBOT MOKeXi, BU3HAYal0Th GPOHT BOTHIO, a Ha3eMHi
po60oTH 3IiMCHIOIOTbL JOKaJi3alilo, NpPOKJIaJaHHs
TpaHIIed abo A0CTaBKy BOTHeracHux 3aco6is; UAV +
USV + UUV (i yac po3MiHyBaHHSI MOPCbKOi akBaTOPii
USV Hece coHap ansa momyky MiH, UAV 3a6e3neuye
KoopAuHalio i 38'a30K, a UUV nmpoBoAUTH AeTalbHY
ineHTUdikallito Ta 3HEIKO/HKEHHS i/l BOJOI0).

2) MynbTtusagavyHicte mwiatdopm. OAuH THUI
amapaTiB  MOXe  BUKOHYBaTH Ppi3Hi  QyHKIII.
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Hampukmag, UAV Moxke 6yTH HOCIEM ceHCOPiB [
MOHITOPHUHIY,  PETPAaHCAATOPOM  3BHI3Ky  abo
n1aTopmMoto sl leTeKTYBaHHS MiH.

3) MysabTHuceHCOpHe 3JauTTa AaHux (Sensor
Fusion). BukopucraHHsi pisHUX THMNIB AATYUKIB Ha
OJHOMYy 6€e3MiJIOTHUKY abo y poi Ajsa migBUIEeHHS
JoctoBipHocTi (onmTU4YHI Ta TelsoBi3ifiHI kamepw,
pazapy, MarHeTOMETpH, rasoaHasisaTopy,
Jl03UMeTpH).

4) ApxiTekTypHa HaAMipHicTP Ta BiAMOBO-
CTiMKicTb. 3acTOCyBaHHSl CTPYKTYpPHOI, 4acoBOi Ta
iHpopmariitHoi HazMipHOCTI Ha Bcix piBHAX: Bif
Jly6JIbOBAaHOTO GOPTOBOTO 006J1aTHAHHA zo
MO>KJIMBOCTIi IuHaMi4HOI nepe6yZi0BHU pOto IIPH BTPATIi
OJZJHOTO 3 anmapariB. Peasi3yeTbca NpuHLOMI KepoBaHOI
nerpaganii (managed degrading), kosu cucrema
3/laTHA BUKOHYBAaTHU MICil0 HaBiTb Yy 3HMXEHOMY
peXUMi AKOCTI.

5) Dependable UxV Fleet as a Service (DUFaaS) -
HagiHui ¢aotr UxV gk mocayra. Ls wmozesnb
nepeab6adyae posriaf GpJoTy O6e3mJIOTHUKIB He SK
Habopy OKpeMHX NPUCTPOIB, a sIK €JUHOTO CEPBicy,
JIOCTYIIHOTO  [JUI1  KOPUCTyBadya (pSATYBaJbHHUKIB,
BilICbKOBUX, eHepreTHUKiB). 3aBJaHHAM CcepBicy €
rapaHTOBaHe BWKOHAaHHA  Micii i3 3ajaHUMU
NOKa3HMKaMM TOTOBHOCTI, 4Yacy BHKOHAaHHA Ta
6e3neKu, He3aJeXXHO Bifl BHYTPIILIHIX BiZIMOB OKpEMHUX
anmapaTiB a6o 30BHiUIHiIX aTak. /g OLIHKU Takoi
cucteMd epeKTHUBHO BHUKOPHUCTOBYETbCA Teopis
MacoBoro o6cayroByBaHHS (Queuing Theory), ne
3asgBKaMM € Micil, a KaHajJaMu OOCJyroByBaHHS -
JIOCTYIHI 6€3MiJIOTHUKHU QJIOTY.

MeTopoJioriuHa OCHOBa  AochaimkeHb. Jas
POEeKTYBaHHs, aHaJi3y Ta 3a6e3neyeHHs sikocTti UxV-
CUCTeM pPO3po6JEeHO Ta  afalTOBaHO  HU3KY
dbopmManbHUX Mo/Jiesiel i MeTOAIB:

1) Mopenb SIKOCTi CHUCTEM IITYYHOTO iHTEJEKTy
(LIT). I € k1F04OBUM KOMIIOHEHTOM /1J1s1 aBTOHOMHO1
HaBiranii, posmni3HaBaHHs O06’€KTiB Ta NPUUHATTS
pilleHb. 3anpoloOHOBaHa MoOJeJb MICTUTb 46
XapaKTepUCTHUK, 06’€JHaHUX Y IPYIIH, 1110 BUXOJSATH 3a
MeXi TeXHIYHOI TOYHOCTI: JOBIpYO3JaTHICTH
(trustworthiness), fka  OXOIUIIOE  TpaAuULiKHI
XapaKTepPUCTHUKHU HaJliHHOCTI Ta 6e3MeKH; NOsICHEHICTb
(explainability), mjo € 3gatHicTio llII-mMoes1i HafjaBaTH
3po3yMizie [l JIIOAMHU OOIPYHTYBaHHS CBOTO
pimleHHs (4OoMy amapaT BHU3HA4YUB 00’'€KT fIK MiHY);
BignoBiganbHicTh (responsibility) Ta eTu4HicTb
(ethics), saki BpaxoByIOTb coljiaJbHi Ta MoOpaJbHi
acreKTH poOOTHM aBTOHOMHHUX CHUCTeM; 3aKOHHICTb
(lawfulness), ska xapakTepusye BiANOBIJHICTb
HOpMaTUBHUM BuMoraM. Llg Mogenbp Jo3BoJse
KOMILJIEKCHO OIiiHIOBaTu Ta BubUpaTu llI-pimeHHs
JUIs1 KOHKpeTHUX 3aBAaHb y HIT [1].

2) Meton XMECA (eXtended Mode, Effects and
Criticality Analysis). lLle po3uMpeHHs1 KJIAaCUYHOIO
aHasi3y BiAMOB Jiis Kibep¢iszuyHux cucteM. 0co611MBO
BaxxIMBUM € Horo miaBuj — IMECA (Intrusion Modes,
Effects and Criticality Analysis) pgnaa aHagizy
kibep3arpos. MeTo  [03BOJIIE:  CHCTEMATUYHO
BUSIBJISITH BCi MOXKJIMBI c1loco6U BiAMOB ab0 KibepaTak
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Ha KOMIIOHEHTH UxV-cuctemu (HampukJsaz,
cnoTBopeHHA JaHux GPS, 3axomieHHa KaHany
ynpaB/aiHHS, BiIMOBa CeHCOpa); OIHUTH HACJIIAKU
KOXXHO1 BiIMOBHM/aTaku JJj1 BUKOHAHHA Micii;
BHU3HA4YUTH KPUTUYHICTb KOXKHOI 3arposu

(Hampuksiaz, 3a wkasow Big 1 go 10); Ha ocHOBI
MaTpHULi KPUTUYHOCTI 06paTu HaWOinbm epeKTUBHI
TeXHiuHi, MporpaMHi a6o oprasisauiiiHi 3axogu I
3HWKEHHs] PU3UKY (HANpHUKJIAJ, BIPOBAaKEHHS
KPUINTO3aXUCTY KaHaJiB, pe3epBYBaHHs HaBirauiiHux
cucreMm) [2-4].

3) Mopeni HaAiWHOCTI [Jis MJIaHYBaHHS Micik
Multi-UAV. Po3po6sieHo MaTeMaTuW4Hi Mogesi, ski
JO3BOJIIIOTb OLHIOBATA WMOBIPHICTh YCHIIIHOTO
BUKOHAHHS IpynoBoi Micil 3 ypaxyBaHHSAM HaAiWHOCTI
OKpeMHX anapartiB, ix MapupyTiB 4yepe3 HII 3 pisHoto
IHTEHCUBHICTIO 3arpo3, a TaK0X MOXJIUBOCTI
B3aeMogonoMoru y poli. i mozeni € ocHoBow g
QITOPUTMIB  aBTOMAaTH4YHOI'O0  IUIaHYBaHHA, 110
reHepyloTb He JiMlle ONTHUMaJbHI 3a 4YacoM 4YH
eHeprielo MapuIpyTH, ajle I MaKCUMaJbHO HaJilHi 3
TOYKH 30py 36epexxkeHHs LiJicHOCTi poto [5, 6].

[IpakTUyHa peasnisanisi. JlocaigHuibka
MeToJ0J10TiA 6yJsia onpo6GoBaHa MiJy Yyac BUKOHAHHS
MiXKHapOJHUX Ta YKpPalHCbKUX MIPOEKTIB, /ie, 30KpeMa,
OyJi1 OTpUMaHi TakKi pe3yJibTaTH:

1) Po3po6JieHO KOHIIENIi 10 Ta MOJIEJI CUCTEM, e
UGV a6o UAV crmiBmpanomoTh 3 TpPeHOBAaHUMH
TBapyuHaMy (HampUKJIaJ, LypaMH) [AJs MOLIYKY
BUOYxOHebe3NneyHUX npeaAMeTiB [7].

2) Po3po6JieHO MPOTOTUN CUCTEMU JIONOBHEHOI
peanbHOCTi (Augmented Reality, AR), ne canep yepe3s
cnenjaabHi OKyasApy a60 IUIAaHLIET OTPUMYE Ha
HaKJIaJlHE 300pakeHHs1 MicieBocTi iHpopmarlio mpo
BUsiBjieHi UxV BuUOyxoHeGe3INeuyHi NpeaMeTH: THII,
KOOpPJAMUHATH, CTYIiHb 3arPO3H.

3) Po3po6/ieHO aJrOpPUTMH Ta MNpPOrpaMHeE
3abe3neyeHHs s  JAJs  LIBHUJAKOIO  PO3TrOPTaHHA
6e3pOTOBUX MepeXk 3B'I3Ky Ha OCHOBI BUAMMOTrO
ciTia (LiFi) 3 Bukopuctanusam UAV. Lli mepexi cTiMiki
0 pajfioeJIEKTPOHHOTO BIUVIMBY i MOXYTb OYTH
pPO3TOpHYTI BYMOBaX pyHHYBaHb. AIFTOPUTMH «IIPSAMO-
KYTHUKIB» Ta «KepOBaHOT0 BOJOCHaZy» [O3BOJSAIOTh
aBTOMaTU4YHO po3MmimyBatu UAV-peTpaHcasaTopy,
YHUKAIOUU Nepelko/ i 3abesneuyoyn 6e3nepepBHUN
KaHaJl 3B’s13Ky 3 KpU30BUM LieHTpoM [8].

4) CTBOpeHO IHCTPYMEHT, 110 [I03BOJISIE
MOJleJIIOBAaTH CKJAaJHI JMWHaMiyHI cepeZoBUIIA 3
PYXOMHMMHM NepelKkoJaMu (UM, TYMaH ), CTATUYHUMU
pyiHaMu Ta AxkepeJsiaMu HeGe3neku (M0xKexka, BUOYX).
CuMysATOp aBTOMATU4YHO OyJye MaplUpyTH [AJs
snaHuora UxV (Hanpukiaaj, 4jist opraHisarniii 38's13ky) 3a
aJIropuTMoM A* 3 moJajblIMM YTO4YHeHHAM. lle
Jl03BOJISIE IPOBOJIUTH BipTya/ibHe IJIaHyBaHHS Micik
Ta OLJHIOBAaTH iXHIO XUTTE3JATHICTb [0 peasibHOIo
posropTaHHs [9].

BucHoBkM. KoHuemnuisa HeGe3neyHOro mpocTopy
Ta 3alpONOHOBAaHUM omnepaniiHuM 1UKJI GOPMYIOTh
yHiBepcaJbHy METO/0JIOTiYHy OCHOBY. AGCTpary-
I04MCh BiJi KOHKpPETHUX 3arpo3, BOHU J03BOJAKTb
CUCTEMHO HiAXOAUTHU [0 MOHITOPMHTIY, IJIaHyBaHHS,

BUKOHAHHA Ta 3abe3nedyeHHs HaJiWHOCTI pobiT y
Oy/ib-IKMX yMOBaxX pHU3UKY, CIPOLIYIOYH PO3POOKY
YHiBepCaJIbHUX aJITOPUTMIB i TEXHOJIOTIYHUX pillleHb.

[IpakTU4yHa peaJsizalis METO/0JIOTII IPyHTYETbCS
Ha KoM6iHalii reTeporeHHUX Oe€3IMiJIOTHHUX CHCTEM,
mogzesni DUFaaS Ta KOMILJIEKCHOTO HayKOBOTO
3abe3neyeHHsA. BukopucTaHHsA pi3HOpiAHUX poiB
amapatiB (UAV, UGV, USV) 3a cepBicHOIO MO/eJI0
«dy0oT AK nocayra» 3a6e3neyye rHy4YKiCTb i XKUBY4iCTb,
a Tpiaga 3 dgxkocti W, ananizy pusukis
(XMECA/IMECA) Ta Mofesiell HaAilHOCTI CTBOPIOE
OCHOBY JJ/I1 CTBOpeHHs OYHKLiWHUX, CTiHKHUX i
collia/IbHO MPUNHATHUX CUCTEM.

[IlpakTUyHa 3HAYyWiCTb Ta IMEepPCHeKTUBU
pPO3BUTKY MiATBEPJKEeHI pe3yJibTaTaMU IPOEKTIB Ta
4iTKO OKpecJeHMMH HanpsiMKaMHu. Po3spo6JeHi
iHCTpyMeHTH - Bif JeTiodux Mepex LiFi go AR-
inTepdeiiciB Ta cumyaaropiB 3D-cepegoBuiy -
$OpMyIOTb TOTOBY TEXHOJIOTiYHY 6a3y. Malo6yTHi
JOCJIi[DKEHHST MOXYTh OYTH CIOPsSMOBaHiI Ha TJIUOIIY
inTerpanito 3 UMPOBUMHU ABIMHUKAMU, PO3BUTOK
KOJIEKTUBHOTO iHTeJIEKTY pOiB Ta aJalTaLilo CUCTEM
[ 3axrucTy HoBUX BUZIB KI.
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V. Kharchenko, H. Fesenko

Unmanned intelligent systems for providing
communications and overcoming dangerous spaces:
methodological foundations and design solutions.

Abstract. A methodology for applying unmanned
intelligent systems to monitor, transform, and safely
traverse dangerous spaces resulting from Russian
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military aggression is examined. The authors propose a
unified concept of a Dangerous Space and a four-stage
operational cycle for working within it. The
technological foundation consists of heterogeneous
unmanned complexes (integrated via the DUFaaS
(Dependable UxV Fleet as a Service) model). To ensure
system quality and security, an Al quality assessment
model, the XMECA/IMECA risk analysis method, and
reliability models for group missions are developed.
The research results have been tested in projects,
including the development of augmented reality
systems for sappers, LiFi network deployment
algorithms, and dynamic environment simulators.
Keywords: dangerous space, unmanned intelligent

systems, critical infrastructure, resilience,
cybersecurity, UAV swarms.
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