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MODELING WAVES OF A STRIKE DRONES SWARM
FOR A MASSIVE ATTACK ON ENEMY TARGETS

This article solves the relevant task of studying military operations on a massive wave attack by a swarm of
strike drones against enemy targets in a combat zone (CZ) of a military conflict. This research solves
operational and tactical tasks for planning active actions on the battlefield by applying a massive strike on
enemy targets by a swarm of combat drones (kamikaze drones). Therefore, the topic of the proposed publication
is relevant; it analyzes and explores the sequence of logistical military actions to plan a massive attack using
waves of strike drones. The purpose of this study is to create a set of models for applied information technology
that will allow planning logistical actions for the effective use of a strike drone swarm to conduct a massive
wave attack on enemy targets. This article analyzes problems associated with the formation of a swarm of
drones, splitting the swarm into groups, and forming waves for active combat operations on the battlefield.
Enemy targets will be attacked by strike drones in the waves formation, which makes it possible to carry out
further successful operational and tactical actions. This study assesses the combat capability of a swarm of
drones required to defeat enemy targets in a military conflict zone. It creates a systematic representation of the
sequence of actions taken to plan a massive drone swarm attack, considering the combat capability and number
of drones. With the help of military experts, the composition of the actual CZs is formed, in which the targets
must be hit in the first place. The swarm of drones is rationally divided into groups that are directed to a set of
targets in the CZs, considering the combat capability of drones to defeat targets. Waves of strike drones are
planned to maximize damage to enemy targets. This research analyzes possible directions of drone movement
toward enemy targets despite military threats. The models form flight routes of drones swarming to enemy
targets under the conditions of possible anti-drone actions. An agent model was created using the Any Logic
platform to simulate drone flight and form the routes of the drone swarm groups. This article presents an
illustrated example of planning logistical actions to use waves of strike drone swarms for a massive attack on
enemy targets. The scientific novelty of this study is related to solving the relevant problem of preparing and
planning logistical actions for a massive attack on enemy targets using waves of strike drones by creating a set
of optimization and simulation models that contribute to the effectiveness of further military attack operations
on the battlefield. The results of the study could be used by military leaders to plan the use of a drone swarm to
launch a massive attack on enemy targets in a military conflict zone.

Keywords: massive attack by a swarm of strike drones; waves of a strike drone swarm; distribution of a drone
swarm into groups; planning of flight routes of a strike drone swarm; optimization planning models; agent-
based simulation of drone movement.

battlefield [7, 8]. The formation of a drone swarm to
defeat actual enemy targets requires new research,

1. Introduction

The massive use of strike drones in local conflicts
is a new innovative element that requires research to
effectively plan drone attacks in modern hybrid warfare
[1, 2]. The deployment of strike drones in a swarm
allows for massive destruction of enemy targets and
contributes to the successful implementation of
operational and tactical actions of the military
leadership [3, 4]. To effectively use a swarm of strike
drones, it is necessary to analyze the combat capability
of enemy targets, the required drone strikes, and the
formation of groups of drones to attack targets [5, 6].
The large-scale use of strike drones in the form of
waves can change the nature of hostilities and ensure
the success of further tactical military operations on the

which contributes to their rational use in the combat
zone (CZ) of a military conflict [9, 10].

Therefore, a study is proposed that uses modeling
to plan the combat actions of a drone swarm to conduct
a massive attack on a set of relevant enemy targets.

1.1. Motivation

The use of a drone swarm is most effective for
massive destruction of enemy targets [11, 12]. Dividing
a swarm of drones into groups, each of which is
associated with a set of enemy targets in the CZ,
contributes to the success of combat operations and
ensures maximum damage to the enemy. Military
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practice has shown that planning attacks by a swarm of
drones in the form of wave sequences ensures surprise
and maximum damage to the enemy [13, 14]. To
effectively use a swarm of drones, it is necessary to
systematically analyze the set of CZs and identify the
enemy’s relevant targets for the next attack. The targets
in each CZ are geographically localized, which
contributes to the success of the attack by a group of
strike drones [15, 16]. To use drones, it is necessary to
assess their combat capability (combat capability,
NATO terminology) to successfully defeat localized
enemy targets. One of the most challenging tasks of
using a swarm is to plot a flight route for a drone swarm
despite possible enemy anti-drone warfare [17, 18].

Therefore, the topic of the proposed study is
relevant because it models the logistics of using a drone
swarm in the form of waves to deliver a massive blow
to enemy targets.

1.2. State of the Art and problem statement

There are many problems associated with the
effective use of drone swarms in the form of waves in
modern hybrid warfare [19, 20]:

1. Formation of a drone swarm depends on the
number of enemy targets [21, 22].

2. Grouping a set of strike drones to attack targets
in the CZ [23, 24].

3. Planning waves of strike drones considering the
completeness of defeating enemy targets [25, 26].

4. Planning and routing of strike drones to targets
and their distribution into groups despite enemy anti-
drone operations [27, 28].

A new innovative element of hybrid warfare in the
form of a drone swarm for massive destruction of
enemy targets by waves requires the development of
new models and information technology research [29,
30].

Thus, the use of drone swarm waves contributes to
the successful implementation of the operational and
tactical plans of the military leadership on the
battlefield.

1.3. Objectives and methodology

There is a contradiction between the possibilities
of a drone swarm being effectively used to massively
defeat enemy targets and the imperfection of existing
methods and models, the lack of systematic analysis of
problems related to the formation of a drone swarm,
dividing them into groups, and planning waves of drone
flight routes to inflict maximum damage on the enemy.
This contradiction is the subject of the proposed
publication, which presents models for creating an
information technology to plan combat operations using

waves of combat drone swarms to maximize the
destruction of enemy targets.

The goal of this study is a systematic analysis of
logistical actions to form a strike drone swarm, create a
set of models for dividing the swarm into groups,
consider the set of combat zones in which enemy targets
are located, form waves of strike drones, and plan the
flight routes of the strike drone swarm to the targets.

In accordance with the research goal, it is
necessary to solve the following tasks:

1. Form the set of combat zones necessary to
defeat enemy targets with a swarm of strike drones.

2. Divide a drone swarm into groups that are
associated with multiple enemy targets in combat zones.

3. Form of waves of strike drones for massive
destruction of enemy targets.

4. Create a model for planning the flight routes of
strike drones to enemy targets.

5. Provide an illustrated example of modeling a
massive attack by a drone swarm on enemy targets in a
combat zone.

The mathematical methods and models, used to
study combat operations with strike drone swarm
waves, include system analysis, combinatorial methods,
integer (Boolean) optimization, and agent-based
simulation modeling.

2. Formation of the combat zones necessary
to defeat enemy targets with a swarm
of strike drones

To form a set of CZs that will be attacked by a
swarm of strike drones in a field of military conflict, it
is necessary that the combat capability Py of the drone
swarm exceeds the required combat capability Pq to
defeat targets in the selected CZ set (Pm>Pg). To
maximize the combat capability Py of an strike drone
swarm, it is necessary to ensure min (Pm-Pq, PM>Pg).
When forming the set of possible CZs to be attacked by
drones, a binary counter is used to form the possible
CZs. For example, the number of CZs in a military
conflict zone from which it is necessary to form an
optimal set to defeat relevant enemy targets with strike
drones, N=4. Then, there are possible variants of the
composition (variants count S=2N-1=15):

1. 0001 9.1001
2.0010 10. 1010
3.0011 11.1011
4. 0100 12. 1100
5. 0101 13.1101
6. 0110 14. 1110
7.0111 15. 1111,
8. 1000



Information technologies for manufacture, business, and project management

205

where «1» —means the use of the i-th CZ as part of the
combat zones, the targets of which will be attacked by a
swarm of drones;

«0» — otherwise.

For example, the 11th wvariant of the CZ
composition includes the first, third, and fourth combat
zones.

To find min (Pw-Pgo, PM2Pg), we use the integer
(Boolean) programming method. Let's introduce a
Boolean variable z:

, - 1, if k-th variant of CZ composition is used;
|0, otherwise.

Taking into account z let’s present Pq in the form:

2N71 2N71 nk
Po = ZPQka = ZZPQkizkv 1)
k=1 k=1 i=L

where Pqx — is the combat capability required to defeat
the k-th possible CZ composition;

Poki — combat capability required to defeat targets in
the i-th CZ, which is part of the k-th CZ composition;

ng — is the number of CZs included in the k-th
variant of the CZ composition.

It is necessary to minimize (Pwm-Po, Pu2Pg) to

fully utilize the available combat capability of strike
drone swarm Py to attack enemy targets:

2N—1
Min(Py —Pg) = Min(Py — > PoyZi) =
k=1
2, @)
k=1 i=1
if the following conditions are met:
2N71
Pu=Pg, Y 7, =1 ©)
k=1

which means the mandatory selection of the k-th variant
of the CZ composition to conduct an attack with a
swarm of drones.

If the enemy will actively use anti-drone warfare,
then to find a rational option for solving the min (Pu-Pq,
Pm=Pg) problem, it is necessary to consider the risks of
strike drones reaching each i-th CZ to defeat targets
located there. Let us assume that the intelligence means
and further analysis by military specialists of the
circumstances in the CZ of a military conflict formed
risk assessments (ri) of achieving targets for each i-th

CZ. Then, the risk (Rg) of achieving the goals in the k-th
composition of CZ will be:

Ny
Ry = Zrki' (4)
i-1
The final risk (R):
2N71 2N71 nk
R:ZRka :erkizk' ®)
k=1 k=1 =L

It is necessary to minimize (Pw-Pg, Pwm2Pg),
considering the risks of reaching the targets by a swarm
of drones:

N-1
2 Ny

min(Py, —ZZPQkizk), (6)

k=1 i=1
if the following conditions are met:

N-1
2 Ny

RSR',R:ZZrkiZk, ™

k=1 i=1

2N—1

Rum=Rg, Y 7 =1 ®)
k=1

where R' — acceptable risk of reaching the enemy’s
targets.

3. Dividing a swarm of strike drones
into groups associated with a set of enemy
targets in combat zones

To conduct a massive strike in the combat zones of
a military conflict, where enemy targets are
concentrated, using a swarm of strike drones, the
combat capability of the drone swarm must exceed the
necessary combat capability to defeat enemy targets
(Pu2Pqg). To do this, we will use the combat
characteristics of each j-th drone: drone flight range (1)),
combat capability (p;), to reach the targets in the i-th CZ
by the j-th drone (t;). The set of drones used to create a
drone swarm can include different types of drones. The
division of drone swarms into groups will be made by
considering the CZs to which the drone groups will be
sent. To divide the set of drones into groups, we use the
method of integer (Boolean) programming. Let’s
introduce variable X, which takes the following values:
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1710, otherwise.

3 {1, if j-th drones is used in i-th group;
Then, considering the combat capability of the drones,
for each i-th group of drones that is used to defeat
targets in the i-th CZ, the combat capability of the group
will be:

M
Puvi = ijxij, (10)
=1

where M — number of strike drones allocated for the
attack.

When creating the i-th group of drones, it is
necessary that the combat capability Pwmi=Pqi, where
Pqi — combat capability required for massive destruction
of targets in the i-th CZ.

When forming the i-th group of strike drones, it is
necessary to consider the parameters Ij, t;j for each j-th
drone that is used in the group.

One of the important factors for effective combat
operations using a swarm of drones is the time (T),
which must be minimized to ensure the success of a
sudden massive attack by combat drones on enemy
targets. Therefore, it is necessary to find:

minT,Tziitijxij, (11)

i=l j=1

where N — number of CZs in the area of military
conflict.

To find minT, the following restrictions must be
taken into account:

M
= (12)

x--:l,jzl,_M.

N
]
=1

4. Formation of strike drone waves
for massive enemy target destruction

The enemy’s use of anti-drone weapons makes it
difficult to completely defeat selected targets and leads
to partial (incomplete) defeat of targets. In such cases, a
second massive strike using a swarm of drones is
needed. Therefore, waves of strike drones are
introduced. The number of waves depends on the
complete destruction of the enemy targets. To form new
groups of drone swarms and distribute them to the

targets remaining in the i-th CZ, for each k-th wave it is
necessary to:

Puic = P (13)

where P,'\,,ik — is the combat capability of the i-th group

of drones required to defeat the targets remaining in the
i-th CZ for the k-th wave of the drone swarm launch;

Péik — combat capability required to defeat the

targets remaining in the i-th CZ for the k-th wave of the
drone swarm launch.

Values Py P'Qik are formed with the help of

military specialists after receiving data on the number of
affected drones and the state of enemy targets that are
not completely affected. They are formed by military
specialists based on intelligence data (for example, with
the help of reconnaissance drones), as well as data based
on operational circumstances in the combat zone after
an attack.

It is necessary to minimize the time required for
drone swarms to reach the remaining targets in the area
of military conflict for the k-th wave of drone launch:

N My

minT,, T, = zztiixﬂ’

i=l j=1

(14)

where Ty — the time required to reach the targets in the
k-th wave of the drone swarm launch;

N — the number of targets left to be destroyed in the
k-th wave of drone launch;

Mk — is the set of drones that will be used in the k-th
wave of strike drone launch.

To determine the distribution of the drone swarm
in the k-th wave into groups to defeat the targets
remaining in the i-th CZ, the following requirements
must be met:

My
Pumik = Paik » Pumik :ijxij*i =1 Ny,
1

(15)

Ny

inj=1,j=l_Mk-

i=1

(16)

The number of waves k=1V depends on the
ability of the military leadership to form a set of drones
My to re-engage targets remaining in the CZ of the
military conflict, as well as on the planned operational
and tactical decisions on the battlefield at the moment.

When forming waves of drone launches, it is
necessary to consider the fact that the enemy may
intensify anti-drone operations. In this case, it is
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necessary to use the risks of reaching the enemy’s
targets as an optimization indicator for dividing a swarm
of drones into groups. Therefore, we minimize the risks
of reaching the targets with strike drones in the k-th
wave:
N, M,
minR,,R, = ZZrijxij,
i=1 j=1
where r;; — is the possible risk of reaching the target in
the i-th CZ by the j-th strike drone.
When optimizing risks, the following requirements
should be taken into account:
M, -
P 2P Py = Y xgp k=L N,
j=L

N, L
D X =Lj=1M.
i=1

17

(18)

5. Strike drones flight routes modeling

When planning the movement of a drone swarm to
the CZ, where the enemy’s actual targets are located, it
is necessary to consider the division of the swarm into
groups. To do this, mark the flight zones (FZ) in which
the swarm will be divided into groups. This division can
be performed several times along the drone’s flight
route. This leads to the challenging task of forming
flight routes for a drone swarm, considering its division
into groups. To solve this problem, we use simulation
event modeling. The main events in the simulation
modeling are as follows:

1. Launching a swarm of strike drones (launch).

2. Reaching the distribution zone by a swarm
(distribution zone).

3. Dividing a swarm of drones into groups
(splitting).

4. Reaching enemy targets by a group of drones
(defeat).

To plot a flight route for a swarm of strike drones,
it is necessary to form a set of flight zones in the form
of a map with navigation points for flight control and
possible route changes. At the same time, it is necessary
to consider the possible emergence of military threats
and the use of anti-drone weapons by the enemy.
Therefore, we need such auxiliary events as:

5. The swarm (group) reaches the flight control
zone (control).

6. Emergence of a threat (threat).

7. Change of route (change).

To create a simulation event model, the Any Logic
agent-based modeling platform is used, in which the
next agents were created:

1. Flight zone set formation agent (formation).

2. A drone movement sequencing agent based on
flight zones (route).

3. Drone swarm launch agent (launch).

4. A swarm agent for reaching the zone of division
into groups (division).

5. Swarm division agent for dividing a swarm of
drones into groups (splitting).

6. Enemy target destruction agent in CZ
(destruction).

7. Reaching the control zone by a swarm of
drones’ agent (control).

8. Threat agent (threat).

9. Route change agent (change).

10. Modeling control agent (management).

11. An agent for collecting statistics based on the
results of modeling (statistics).

To simulate the occurrence of a threat, the model
uses a random generator with different distribution laws
of random variables. Therefore, to generate modeling
results and their statistical averaging, it is necessary to
conduct multiple simulations. Fig. 1 shows a block
diagram of the agent model.

2. Agent
«route»
1. Agent
«formation» 8. Agent
«threat»
3. Agent ¢
«launchy»
¥
10. Agent 9. Agent
«managementy «change»
7. Agent / X
«control» \
6. Agent
«destruction»
4. Agent
«division» 11. Agent
«statistics»
5. Agent

«splitting»

Fig. 1. Block diagram of the agent model

The modeling output has the following results:

1. Flight routes of strike drone groups to enemy
targets.

2. The time required to reach the enemy targets
(including each possible wave of drone launches).

3. The impact of threats on flight times and
changes in flight routes.

4. Number of strike drone waves to destroy enemy
targets.

5. The required number of strike drones to destroy
enemy targets (taking into account waves).
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The developed agent-based simulation model [31]
allows the prediction and planning of combat actions of
a strike drone swarm for a massive attack on enemy
targets in the combat zones of a military conflict.

6. An illustrated example of modeling

The illustrated example demonstrates the
effectiveness of the proposed approach for planning a
drone swarm attack on enemy targets. Suppose the set
of CZs in a military conflict consists of three CZs. Then,
the number of possible CZ composition variants for
using a massive attack (see p.2) S=2N-1=23-1=7.

For each i-th CZ, the combat capability of Po;
(Table 1), which is necessary to defeat targets in the i-th
CzZ, was previously estimated by conducting
reconnaissance. Five identical strike drones (M=5) with
a total combat capability of P=30kg of explosives (six
kg per drone) were allocated to conduct a massive attack
on enemy targets in conditions of limited capabilities.

To ensure the maximum use of the combat
capability of the allocated strike drone set, considering
the combat capability required to defeat enemy targets,
we search for min (Pwm-Pqk), where Pm2Pox (see p. 2).
The minimum difference value in combat capabilities,
for the selected set of drones (M = 5), considering the
difference values in Table 1, corresponds to the 3rd
variant of the CZ composition, in which the second and
third CZ of the military conflict are used to attack
enemy targets with a swarm of strike drones (Pm>Pgs,
Pm-Pos=2). Note that the 5th and 7th variants of the CZ
composition cannot be used for drone attacks because
Pm<Pgs, PM<Pqgr.

Table 1
Combat capability
The required Difference in
Cz combat
. - combat
Ne | composition | capability for A
. . capabilities
variant destruction
(Pm-Pox)
(Pa)
1 001 12 18
2 010 16 14
3 011 28 2
4 100 20 10
5 101 32 -2
6 110 18 12
7 111 48 -18

The elected CZs consisted of two CZs (the second
and third). Therefore, to attack targets in these CZs, it is
necessary to form two groups of strike drones from the
swarm (see p.3). We consider that drones in a swarm are
identical, so to meet the requirements Pmn;2Poy,

Pms2Pqs, corresponding to the superiority of the
combat capability of drones over enemy targets, we will
form the number of drones to defeat the targets of the
second CZ my=3 (Pm2=18, Pq=16, Pm2-Pg2=2), and for
the third CZ the number of drones ms=2 (Pms=12,
Pg3=12, Pm3-Pgs=0), where is the number of allocated
strike drones M=my+ms=5.

Next, it is necessary to plan the flight of the drone
swarm to two selected CZs to defeat enemy targets (see
p.5). To do this, we will form a map of drone flights in
the shape of a flight zones set in which we will conduct
flight control and possible division of a strike drone
swarm into groups. Fig. 2 shows, in the form of a graph
G, a set of drone flight zones (the vertices of the graph
G correspond to control points, and the edges
correspond to possible flight paths).

Targets
Cz>

Targets
CZs3

Fig. 2. Formation of strike drone swarm flight routes

Each edge of the graph G is estimated by the time t;;
of the drone flight between the i-th and j-th flight
control points (in minutes):

t12=10, t23=10, t34=5, t25=15, t53=6, t16=12, ts5=5, ts57=5,
t35=10, t74=8, t7s=12, ts7=8.

The swarm of drones will be divided into two
groups to fly to the targets in CZ, and CZs in flight zone
5. Movement up to the 5th flight zone, considering the
minimum time (minT), corresponds to the found route:
1-6-5 (T=17). Then, after the drone swarm is divided,
one group of drones (m;=3) moves to CZ,. For this
group, minT corresponds to the route: 5-3-4 (T=11).
The second drone group (ms=2) flies to CZs. For this
group, minT corresponds to the route: 5-3-8 (T=16).

Let's say that after the drone attack, not all enemy
targets in CZ, were hit. The enemy still has a combat
capability that needs to be destroyed by drones P’q2=8.
To defeat the remaining enemy targets, it is necessary to
form a second wave of strike drones in the form of a
group of two drones (P’m2=12, P’m2>P’q2, P’m2-P’2=4)
(see p.4).



Information technologies for manufacture, business, and project management

209

To minimize the flight time (minT) of strike
drones, which is important in the context of intensified
enemy anti-drone warfare, it is necessary to fly drones
along the following route: 1-2-3-4 (T=25). To find the
minimum flight time of strike drones (minT), we will
use the original algorithm for minimizing the movement
time, which is presented in the publication [30]. If new
conditions increase the risk of strike drone flights to
enemy targets, it is necessary to assess the possible risks
of flight routes before launching drones (risks are
presented in column G in brackets with points 0-10):

r12=06, r23=8, r4=8, r25=8, rs3=4, r16=5, res=4, s7=3, rss=8,
r74=8, r78=9, re7=6.

To find a route with minimal risks of strike drone
flight to targets in CZ, (minR), we will use the
developed algorithm presented in [30]. The following
flight routes were found with minimal risk of strike
drone flights to targets: 1-6-7-4 (R=19)

7. Discussion

This article presents an example to demonstrate the
effectiveness of the proposed approach for planning
military operations using swarm waves of strike drones.
The analysis of combat zones (CZs) is carried out, and
possible CZ compositions are formed for planning an
attack by strike drones. An example finds the optimal
composition of the CZ, considering the value of the
required combat capability of attack drones to defeat
enemy targets. This study generates a set of drone flight
control zones in the form of a flight control map and
possible division of the swarm into groups. It models
the flight routes of drone groups to enemy targets in the
CZ. It is shown that one wave of attack drones was not
enough, so a second wave was formed. Due to the
enemy’s active anti-drone warfare, a new flight route to
enemy targets was found with minimal risk of military
threats.

The use of a logically linked model complex allows
planning of the combat actions of a strike drone swarm
for wave attacks on enemy targets in a military conflict
zone.

A formal representation of the methodology used to
plan combat operations for a massive attack by waves of
combat drones against enemy targets consists of the
following steps:

1. Formation of possible combat zone compositions
for rational selection of attack directions by a swarm of
strike drones.

2. Optimizing the division of the swarm into groups
that will fly toward enemy targets in designated combat
zones.

3. Plotting flight routes for strike drones,
minimizing the time to reach enemy targets, in the
context of anti-drone warfare.

4. Formation of strike drone waves for complete
destruction of enemy targets.

5. Simulation of massive wave attack by strike
drones on enemy targets.

The complex of developed models was
implemented on the Any Logic agent platform using
interactive simulation of the main events related to the
planning of a drone attack. The results of this study are
relevant for the military in the context of modern hybrid
warfare, in which a swarm of strike drones is an
innovative element. This makes it possible to plan a
massive strike on enemy targets using waves of strike
drones.

Future research will focus on the creation of applied
information technology for military specialists. It will
work on the operational and tactical levels of planning
combat operations using a swarm of strike drones. The
next focus will be the formation of relevant flight routes
to enemy targets, which will contribute to the
effectiveness of combat operations on the battlefield.

8. Conclusions

This study focuses on the modeling of combat
operations in the form of a massive attack on enemy
targets using waves of strike drone swarms.

This article analyzes existing problems associated
with the formation of a drone swarm and optimization
of the CZ composition for a massive attack by a drone
swarm. This study creates a systematic representation of
the logistics sequence for planning a massive attack by a
swarm of strike drones. It generates relevant enemy
targets in combat zones that need to be hit by a drone
swarm. The swarm of strike drones was rationally
divided into groups, considering the necessary combat
capability to defeat enemy targets. Drone flight routes
were selected for combat zones to minimize time and
risks. Waves of strike drones were formed to inflict
maximum damage on the enemy. This article models
the movement of strike drones under the conditions of
enemy anti-drone warfare. It provides an illustrated
example of drone swarm waves usage to defeat enemy
targets in combat zones.

The proposed approach allows us to analyze the
capabilities of a strike drone swarm to be used in
massive wave attacks on enemy targets, which
contributes to effective military operations on the
battlefield.

Contribution of authors: a  systematic
representation of the logistics sequence for a massive
wave attack on enemy targets by a swarm of strike
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drones — Oleg Fedorovych; selection of relevant
combat zones for a massive attack by groups of strike
drones — Dmytro Krytskyi; distribution of drones by
enemy targets, taking into account the combat capability
of strike drones — Oleksandr Leshchenko; agent-based
simulation of a massive attack by strike drones — Olena
Yashina; illustrated example of modeling — Yuliia
Malieieva.
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MOJE/IIOBAHHSI XBIWIb POIO YIAPHUX POHIB
JJISI MTPOBEJIEHHSA MACOBAHOI ATAKH IO NIJISAX TPOTUBHUKA

0. €. ®eooposuu, /1. M. Kpuyskuii, O. b. J/lewenxo,
0. C. Awmuna, I0. A. Manecesa

DopMyeTHCSl Ta BUPINIYETHCS aKTyallbHA 3a/ava JOCIIDKCHHS BIHCHKOBHX il MIONO MacOBAaHOi XBIIBOBOI
aTaKW POEM yOApHUX JPOHIB IO IIUITX IPOTUBHUKA B 30HI O0ioBux Aiit (3b1) BoerHOT0 KOHIIKTY. [loCHiHKeH S,
sIKe MPOBOJUTHCS, MOB’A3aHE 3 BUPIIICHHSIM OINEPATHBHO-TAKTHYHUX 3aBlaHb LIOJO IUIAHYBAHHS aKTHBHHX il Ha
ol OO0 MUITXOM HAaHECEHHS I10 IUISIX MPOTUBHUKA MAaCcOBAaHOTO YIapy poeM OOMOBUX IPOHIB (APOHM-KaMiKaaze).
ToMy, akTyanpHa Tema 3ampoNOHOBAHOI MyONiKamii, B SIKiii aHami3yeTbCs Ta MOCHIIKYETHCS IOCTITOBHICTH
JIOTICTUYHHX BIMCHKOBHX [IiH, IIOAO TUTAHYBaHHS MacOBaHOI aTaKW 3a OMOMOTOI) XBHWIIb YIAPHUX APOHIB. MeToro
JOCHI/DKEHHS. € CTBOPEHHS KOMIUIEKCY MOIeNed Ui MpUKIAAHOI iH(POpPMAamiiHOI TEXHONOTii, fKa TO3BOJHTH
IUTAHYBATU JIOTICTHYHI il 1mM070 €()EeKTHBHOIO0 BHKOPHCTAHHS PO yOAPHUX IPOHIB U TMPOBENCHHS MACOBAHOI
XBHJIBOBOI aTakd MO LUIAX MPOTUBHMKA. AHA3yIOThCs MpoOJeMH, AKi TOB’A3aHi 3 (GOpMyBaHHSIM POIO APOHIB,
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pO30OHUTTSM poro Ha rpynH, (OpMYBaHHS XBWJIb JUISl NPOBEICHHS aKTHBHUX OoifoBHMX niif Ha momi Ooro. Llimi
MIPOTUBHMKA OYAYTh aTaKOBaHi yJapHUMH APOHAMH y BUTJISIII XBHJIb, 10 A€ CIIPOMOXKHICTH IPOBOJIUTH MOAAJIBIIT
YCHIMNIHI OrepaTHBHO-TaKTHYHI Aii.. OWiHIOETBCSI OOHOBMII MOTEHIIa]l POIO JAPOHIB, HEOOXITHUH VIS ypa)KeHHS
Liell NpOTMBHMKAa B 30HI BOEHHOrO KOH(IKTY. CTBOPIOETHCS CHCTEMHE IIPEICTaBJICHHS ITOCIIIOBHOCTI
MIPOBEACHUX i MIONO IUIAHYBAHHS MAacOBAaHOI aTakd pOI0 JIPOHIB 3 ypaxyBaHHsIM OOHOBOrO TOTEHIaNy Ta
KUJIBKOCTI JIPOHIB. 3a JIONIOMOTOI0 BiHCHKOBHX (haxiBIiB (POpPMYyeTbCs CKiaj akTyaidbHuUX 3B/1, B sKMX HE0OXimHO
Bpa3WTH Ll y nepury 4epry. [IpoBomuThCs paliioHaIbHUH PO3NOALT POO JPOHIB HA TPYIH, SIKi OyAyTh CHpsIMOBaHi
B MHO)uHY 1ineil B 3B/], 3 ypaxyBaHHsAM 0OHOBOro moreHmianxy APOHIB Ii iX ypakeHHs. [ImaHyloTbcs XBui
yOapHUX IPOHIB JUII MaKCUMAajbHOTO Ypa)KeHHS LiNell NMPOTUBHHMKA. AHANI3YIOTHCS MOXJIMBI HANpsSMKUA pyXy
JPOHIB /10 IIiJIel NMpPOTHBHUKA, B YMOBaX BIMCHKOBUX 3arpo3. PopMyOThCsS MapuIpyTH IOJBOTY POIO JIPOHIB 0
Liell TMPOTHBHUKA B YMOBAaX MOXKJIMBHX TNPOTHAPOHOBHX Iii. CTBOPIOETHCS areHTHa MOJEiIbh Ha IuaTdopmi
AnyLogic mis imitanii momp0Ty APOHIB Ta (GOpMyBaHHS MapIIPYTiB TPy poro ApoHiB. HaBeneHo imoctpoBaHuit
TIPUKIIA]] TUIAaHYyBaHHS JIOTICTHYHUX JIil 110ZI0 BUKOPUCTAHHS XBIIb DPOIO YIapHHX JPOHIB /ISl MACOBAHOI aTaky 110
LIIX MpoTuBHKUKA. HaykoBa HOBHM3HA JOCHIPKEHHS TI0B’s13aHa 3 BUPIILICHHSIM aKTyallbHOI MPOOJIEMH MiATOTOBKH Ta
TUIaHYBaHHS JIOTICTUYHHUX Jil MIONO0 TPOBEAEHHS MAcOBAHOI aTak IO LUISAX NMPOTUBHHKA, 32 JOIOMOTO XBHIIb
yOapHUX JAPOHIB, IUIIXOM CTBOPEHHS KOMIUIEKCY ONTHMI3allifHUX Ta IMiTalliifHOI Mozenei, o chpuse
e(pEKTUBHOCTI TPOBEICHHS TMOMAJBIINX BINCHKOBHX AaTaKyHOUYHX i Ha mojii Ooro. Pe3ynapTaTé MOCHIiIKCHHS
JIOIIJIbHO BHKOPUCTOBYBATH BIHCHKOBMM KEPIBHUIITBOM IIOJ0 TUIAHYBaHHS BUKOPUCTAHHS POIO JAPOHIB JUIS
HaHECEHHsI MACOBAHOI0 yJapy IO LISX MPOTUBHUKA B 30HI BOEHHOTO KOH(QJIIKTY.

Keywords: macoBaHa aTtaka poeM yIapHHX IPOHIB; XBHIII POIO YAAPHHX IPOHIB; PO3IMOiJI PO JIPOHIB 3a
rpynaMy; IUIaHyBaHHS MaplIPYTiB MOJBOTY PO yIApHHUX JPOHIB; ONTHMI3alliiiHi MOIeNi TUIaHyBaHHS; areHTHE
iMiTaliiiHe MOJIEITIOBaHHS PyXY JPOHIB.
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