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RISK-ORIENTED SIMULATION OF THE LONG LOGISTICS SUPPLY CHAINS
IN DEVELOPING ENTERPRISES

The paper defines and solves the urgent problem of research of long logistics supply chains in developing en-
terprises. Due to the distribution of the production system as well as to the presence of a large number of re-
mote suppliers of materials, raw materials and components supply plans are threatened. Supply disruptions in
their turn may affect the plans of the main production resulting in possible fines, economic losses, and disrup-
tions in supply of manufactured articles to the markets of high-tech and science-intensive products. To study
threats and vulnerabilities in supply logistics the risk-oriented approach that considers potential threats using
past statistics and expert assessments has been proposed. The objective of the paper is to develop a risk-
oriented method to study the existing threats and assess their impact on the vulnerabilities of the logistics
chains of the distributed production system. Due to the complexity of the problematic logistics task, the study is
conducted in three different stages: development of the method to simulate the risks in long supply chains;
identification of possible bottlenecks in the transport system of supply logistics; threat simulation and vulnera-
bility analysis in supply logistics. To model the risks, an agent model is used, in which the accumulation of
risks is carried out by passing orders in the transport system. To simulate bottlenecks, a simulation event mod-
el is used, in which large queues that occur in the transport system are analyzed. A stochastic simulation mod-
el is used to model threats and vulnerabilities. The new scientific results are risk-oriented method of long lo-
gistics supply chains simulation; simulation of supply logistics threats and vulnerabilities. Mathematical meth-
ods used: risk theory; simulation event modeling; agent modeling; queuing theory. The proposed approach as
a set of developed simulation models should be used to plan the supply of developing production.

Keywords: logistic risks; supply of distributed production; threats and vulnerabilities in transport logistics;

simulation modeling; agent modeling.
Introduction

The globalization of the economy has led to the
need to organize the production process associated with
a large number of suppliers for creation and production
of high-tech and science-intensive products (aerospace,
shipbuilding, etc.) [1]. Currently there are long and
sometimes confusing logistics chains that must ensure
the continuity of the production process in a distributed
production cycle. At the same time there are risks of
supply of various nature and forms (border crossing,
climatic factors, terrorist threats, disturbance of routes,
etc.) [2, 3]. Typical example of the risks of long supply
chains is the disrupted passage of ships in the Suez Ca-
nal because of the "Ever Given" container ship, which
ran aground in the canal lock on March 23, 2021, and
traffic disruptions in the Bosporus on May 29, 2021 due
to an oil tanker stuck at the high tide. These critical situ-
ations have led to disruptions in the supply of electronic
and automotive components, as well as energy for lead-
ing automotive companies, which led to decline of out-
put and economic losses. Therefore, the current topic of
the proposed publication is setting and solving the prob-
lem of minimizing the risks associated with long supply
chains in the formation of logistics services for the port-
folio of new production orders in development [4, 5].

1. Problem statement

Due to the complexity of the research task, the so-
lution requires the following steps:

1. Development of a method for modeling risks in
long supply chains.

2. Identification of possible bottlenecks in supply
logistics.

3. Threat simulation and vulnerability analysis in
supply logistics.

2. Risk simulation in long supply chains

Simulation of supply risks is associated with the
analysis of traffic routes, cargo and accumulation of
risks in the passage of sections and nodes of heteroge-
neous transport system (TS) [6]. It is necessary to take
into account the risks of possible transshipment of
goods from one mode of transport to another (for exam-
ple, sea to rail). The proposed method of simulation of
possible supply routes is based on the use of simulation
event modeling, in which the main factors are the risks
of cargo passing through route sections and transport
nodes of heterogeneous TS taking into account trans-
shipments.
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The main events in the simulation model are: the
"arrival" event to the route section (between adjacent
transport nodes); "departure” event from the route sec-
tion; "arrival" event to the transport node; "departure"
event from the transport node. Each cargo in the simula-
tion will be presented as an order that moves from the
supplier to the production system. The heterogeneous
transport network is presented in the form of a marked
graph, where orders of different type cans be marked
with different colors. The graph is not oriented, which
allows movement of the order in any direction, from the
node under consideration. The concept of "weight" is
introduced, both for the route section and for the
transport node. The risk of passing through the i" route
section (ri), and through the j™ transport node (r;) is used
as "weight". In the process of movement of orders (car-
go), the risks are accumulated in the form of additive
representation:

m n
R =Z:ri +Zr- ,
i=1 j=1

where m is the number of route sections passed,;

n is the number of transport nodes passed.

The search for the route that corresponds to the
minimum accumulated risk R is carried out using the
developed simulation algorithm:

1. Generate an order (cargo) from the j™ node.

2. Move the order from the j™" node on the i route
section with the value of risk r.

3. When the order enters the next j+1 transport
node, it marks it with the i™" mark, which means that the
order got to this node first. In this case, the accumula-
tion of risk R associated with the passage of the order of
the previous TS sections and components.

4. Copies (clones) of the order are generated in all
directions (sections) from this j™ node in a heterogene-
ous TS.

5. If the order or its clone in its movement moves
to the transport node previously marked by another or-
der, its movement is halted (the order is canceled), be-
cause it means that the previous order (clone) has al-
ready passed this node with less risk.

6. The movement of the order is halted in the event
that the order has entered the TS dead end node.

7. As soon as the order has reached the production
node, the order simulation is stopped and the algorithm
is halted. This results in the route of cargo movement
from the supplier to production with a minimum risk
value:

8. The route trajectory is formed with the markers
in TS graph vertices marked by the order.

The implementation of the developed method was
carried out using the agent model of simulation event
modeling on the JADE platform [7]. The set of agents
consists of the following:

1 — agent of order generator (RG);

2 — agent of arrival order to the i transport route
section (TRS);

3 — agent of order departure from the i transport
route section (TRS);

4 — agent of arrival order to the j™ transport node
(TN);

5 — agent of arrival order from the j™ transport
node (TN);

6 — agent of risk accumulation R;

7 — agent for traffic route generation (TR);

8 — monitoring agent (event management, time);

9 — agent for forming the structure of a heteroge-
neous TS.

Fig. 1 shows the structure of the agent model for
the study of risks in logistics supply chains (LSC).

2 A P 9. Agent of
- Agent 0 TS structure 4. Agent of
TRS arrival TN arrival
A 4
3. Agentof | 8. Monitor- N 5. Agent of
TRS departure/ Ing agent TN departure
1. RG Agent \
6. Agent 7. Agent for TR
of risk generation
accumulation

Fig. 1. The agent model structure for risk study
in logistics supply chains

3. Identification of possible bottlenecks
in supply logistics

Analysis of possible bottlenecks in long supply
chains requires study of the dynamic process of cargo
movement with different intensities of orders to a heter-
ogeneous transport network [8].

This requires determination of possible values
(range) of order intensities L, which arrive to a hetero-
geneous TS. This uses the existing statistics of intensi-
ties of cargo arrivingto TS Ly <L <L, , where L; is the

minimum value of intensity L, and L, is the maximum
value of L. Changing the intensity of cargo supply can
lead to changes in TS capacity and queues for orders at
TS route sections and transport nodes. This paper con-
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siders the route sections and nodes with long queues of
orders as TS bottlenecks. Simulation modeling in agent
execution is used to simulate queues in the delivery dy-
namics. The list of used agents in the simulation model
consists of the following:

1 — agent of order generator;

2 — device agent. This agent is used to describe
route sections and TS nodes where time delays associat-
ed with the passage of orders occur. If parallel service
of orders is possible, the device is presented in the form
of a multi-channel service device;

3 — queue agent. These agents are used to form or-
der queues in case of occupancy of route sections and
TS nodes servicing current orders;

4 — agent of description of a heterogeneous
transport network (devices and connections between
them are specified);

5 — agent of statistics collection (queue length:
minimum, average, maximum);

6 — agent of TS capacity (minimum, average, max-
imum);

7 — monitoring agent. This agent monitors system
time, plans events, manages the flow of orders through-
out route sections and TS nodes.

Fig. 2 shows a block diagram of an agent model to
study bottlenecks in supply chains.

4. Agent of
TS description E
/ agent

1. Agent of
request generator

A

7. Monitor-

2. Device ;
ing agent oo
agent | 949 N

5. Agent \

ces of statistics 6. Agent
collection of capacity
evaluation

Fig. 2. Block diagram of the agent model of research
of bottlenecks in logistics supply chains

Research on the occurrence of queues at route sec-
tions and at TS nodes requires the conduct of experi-
ments using the built agent model with changing the
values of order intensities arriving to TS upon delivery.

In order to reduce the study time, it is possible to
conduct experiments for the lower limit of the intensity
range, the upper and the average value.

The obtained values of queue lengths at sections
and TS nodes must be presented in the form of a ranked
series P1, Pa,..., Ps, where in the first place (P1) is the
section or TS node with the longest queue (potentially
bottleneck), and at the end (Ps) — with the smallest
queue.

The bottlenecks found may be the subject of fur-
ther research aimed at eliminating them.

4. Threat simulation and vulnerability
analysis in supply logistics

In long supply chains may occur vulnerabilities,
which under the influence of possible threats lead to
failures and emergencies on route sections and hetero-
geneous TS nodes [9].

Therefore, it is important to analyze vulnerabilities
and assess the impact of threats that cause vulnerabili-
ties, which can lead to losses, supply disruptions, dis-
ruption of production plans, additional financial costs,
as well as possible fatalities.

Thus, in order to assess the emergence of threats
and vulnerabilities in long supply chains, it is necessary
to constantly monitor and collect statistics, involve ex-
perts who assess the risks of their occurrence, as well as
possible losses from their manifestation.

This paper studies threats and vulnerabilities in
several stages.

At the first stage, with the help of experts and the
use of accumulated statistics, a set of potentially dan-
gerous places (vulnerabilities) in a heterogeneous TS is
formed.

Then, using a score scale (for example, 0+10), the
level of vulnerability associated with the threat is as-
sessed.

The obtained values are initial for the configura-
tion of vulnerability generators in the simulation model,
which occur when the corresponding threats appear.

In order to link threats and relevant vulnerabilities,
a table (Table 1) of possible threats and their corre-
spondence to vulnerabilities is built, where rji represents
the risk of vulnerability in the event of a threat.

Empty spaces in Table 1 mean no impact of threats
on vulnerabilities.

Table 1
Risks in the event of threats and vulnerabilities
Threat .

No. Vulnerability

Z1 Z2 Z3 Zw
Y1 ro rw
Y2 I [PX)
Ym v rviw

At the next stage, a simulation event model is built
to study the disruption of supply plans in a heterogene-
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ous TS due to the emergence of threats and possible
manifestation of vulnerabilities. The simulation is per-
formed repeatedly with the subsequent analysis and
averaging of the simulation results. At the beginning of
each simulation cycle, the presence of threats is deter-
mined using a threat generator. Critical places are
formed in heterogeneous TS (route sections and TS
nodes) taking into account the manifestation of vulnera-
bilities. With the help of supply order generators (see
the previous stages of the study) orders are formed,
which move in a heterogeneous TS to production. Upon
arriving the current route section or TS transport hub,
the presence of vulnerabilities is determined using risk
assessments (Table 1). In case of detection of a vulnera-
bility, a time delay occurs associated with its elimina-
tion or neutralization of possible damage from the vul-
nerability. If the vulnerability leads to the failure of the
route section or TS node, the simulation is halted to find
possible ways to bypass the TS emergency node or
route section using the reproduction of orders (clones).
In the absence of a bypass for the movement of orders
in a heterogeneous TS, the algorithm stops, which indi-
cates a possible disruption of supply. To investigate
supply plan disruptions related to threats and vulnerabil-
ities, simulations are performed multiple times to obtain
the most accurate evaluation.

The simulation model is presented in the form of
agents. The structure of the agent model consists of the
following:

1 — agent for structure of heterogeneous TS;

2 — agent for route sections (RS) with possible
vulnerabilities;

3 — agent for transport node (TN) with possible
vulnerabilities;

4 — risk generator agent (RG) for r; manifestations
of vulnerabilities from relevant threats;

5 — agent for generation of time delays (TD) asso-
ciated with the occurrence of damage from the vulnera-
bilities;

6 — agent for generation of order copies (clones)
for bypassing emergency route sections or transport
nodes;

7 — statistics agent. This agent is used to collect
statistics on the results of multiple simulations to assess
violations of the supply plan;

8 — TD agent when passing orders throughout TS
nodes;

9 — TD agent when passing orders throughout
route sections of heterogeneous TS;

10 — monitoring agent. This agent monitors system
time, plans and implements a list of future events.

Fig. 3 shows the structure of the agent simulation
model for the study of threats and vulnerabilities in het-
erogeneous TS.
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Fig. 3. Structure of the agent model for the study
of threats and vulnerabilities in the transport system

5. Example of supply risk research
The paper further considers an illustrated example

of using the proposed method to find a route in TS with
minimal risk in the supply logistics (Fig. 4).

Fig. 4. Example of finding a route with minimal risk

In Fig. 4, the numbers are placed at the graph ver-
tices, and risks are placed above the edges and vertices.

Assume that vertex 1 of the transport system graph
is related to the component supplier whereas vertex 5 of
the transport system is connected to the production. For
each vertex of the graph, as well as the edges connect-
ing the vertices (route sections), the risk assessments
associated with the passage of orders are known. The
orders depart from the vertex 1 and in the form of
clones enter the edges 2 and 3. The values of the accu-
mulated risk in the edge 2 and edge 3 equal 6 (R=6) and
13 (R = 13) respectively. The clones that arrive to the
vortices 2 and 3 mark them with and begin to reproduce.
From vertex 2, the orders move to vertices 3 and 5, and
from vertex 3 to vertices 2 and 4. The accumulated risk
in vertex 3 for the order that arrived from vertex 2
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equals 11 (R=11). For an order that arrived from vertex
1, the risk equals 13 (R=13). For an order that arrived
from vertex 2 and reached vertex 3, the risk is less
(R=11). This means that an order that arrived from the
vertex 1 and reached the vertex 3 will be rejected due to
the greatest risk (R=13). Further, the paper considers the
movement of orders from vertex 2 to vertex 5 and from
vertex 3 to vertex 4, and then to vertex 5. The final ver-
tex 5 (production) receives an order for route 1,2,5 with
risk (R=15) and route 1,2,3,4,5 with risk (R=14). This
demonstrates that the first order is received on route
1,2,3,4,5, which marks the vertex 5. The order on route
1,2,5 is received later due to the highest risk value
(R=15) and that is why it will be rejected. The final
route with the minimum value of risk (R=14) consists of
vertices and edges of the graph and corresponds to the
sequence of movement of cargo 1,2,3,4,5 from the sup-
plier to the production.

Conclusions

The publication examines the long supply chains
of a developing enterprise. A risk-oriented method of
risk simulation in supply logistics to find a route from
suppliers to production with minimal risk has been de-
veloped. A simulation event model has been developed,
which accumulates risks in long supply chains during
the movement of cargo in a heterogeneous TS. Queues
simulation in the dynamics of cargo movement in a het-
erogeneous TS helped to identify bottlenecks that lead
to disruptions of delivery times, materials, raw materi-
als, components in a distributed TS. A method for
threats and vulnerabilities simulation in long supply
chains has been developed, and their impact on key tar-
gets in a distributed production system when planning
new order portfolios has been evaluated.

The proposed approach is advised in the formation
of targets and the generation of routes, materials, raw
materials and components of developing production.

Jlirepatypa

1. Lindgren, M. Scenario Planning The link be-
tween future and strategy [Text] / M. Lindgren,
H. Bandhold. — Palgrave Macmillan UK, 2002. — 180 p.
DOI: 10.1057/9780230511620.

2. Menéxun, B. b. Teopemuueckue acnexmul 3¢h-
gexmuenozo  ynpasnenusi nogeoeHuem  COYUanbHO-
IKOHOMUYECKUX 0OBEKMO08 8 HeCmMAabUIbHOU OKPYIHCalo-
weil cpede [Dnexmpounviii pecypc] / B. B. Menéxun,
H. . Hluxanuesa // Unmepnem ocypuan «Hayrosede-
nue». — 2014, — Bwin. 4 (23). — Pexcum oocmyna:
https://naukovedenie.ru/PDF/116EVN414.pdf. -
11.02.2021.

3. Uskenbayeva, R. K. Situational Management for
Process Implementation of Working Operations of the
Business Process [Text] / R. K. Uskenbayeva, B. K.
Kurmangaliyeva, D. Yedilkhan // 54th Annual Confer-
ence of the Society of Instrument and Control Engineers
of Japan (SICE). — Hangzhou; China, 2015. — P. 292—
297. DOI: 10.1109/SICE.2015.7285573.

4. @edoposuu, O.€. Memoo popmysanms
JNOCICMUYHUX MPAHCNOPMHUX  83AEMOOIll 0JiA HOB020
nopmeento 3aM081eHb PO3NOOINIEHO20  BIPMYATLHO20
supoonuymea [Texcm] | O. €. ®edoposuu, FO. JI.
Iponuakos Il Padioenexmponni i komn tomepui cucme-
mu. — 2020. — M 2(94). — C. 102-108. DOI:
10.32620/reks.2020.2.09.

5. Pawluczuk, Ju. K npobreme ynpaerenus npous-
600cmeeHnbIMU pecypcamu npednpuamus [Texcm] / Ju.
Pawluczuk // Zarzgdzanie : Teoria i praktyka. — 2011. —
M [(3). — P. 17-26.

6. Paulsen, S. Summary of the Workshop on infor-
mation and communication technologies supply chain
risk management [Text] / S. Paulsen, J. Boens. — Na-
tional Institute of Standarts and Technology, 2012. —
21 p.

7. Kpasey, P. O. Huuamiuna xoopoinayis cmpa-
meeuti mynomiazenmuux cucmem [Texem] | P. O. Kpa-
eey Il Bworemenvs Hayionanvhnozo yuigepcumemy
«JIvgiecoka nonimexuikay. — 2011, — No. 699. — P. 134—
144,

8. Method and information technology to research
the component architecture of products to justify
investments of high-tech enterprise [Text] / O.
Fedorovich, O. Uruskiy, Yu. Pronchakov, M. Lukhanin
Il Paodioenexmponni i komn tomepui cucmemu. — 2021. —
Me [ (97). — C. 150-157. DOI: 10.32620/reks.2021.1.13.

9. Roszak, M. T. Zarzqdzanie jakoScig w praktyce
inzynierskiej [Text] / M. T. Roszak // Open Access Li-
brary. —2014. - Vol. 1 (31). — 150 p.

References

1. Lindgren, M., Bandhold, H. Scenario Planning
The link between future and strategy. Palgrave Macmil-
lan UK, 2002. 180 p. DOI: 10.1057/9780230511620.

2. Melekhin, V. B., Shihalieva, N. S. Teoretiches-
kie aspekty effektivhogo upravleniya povedeniem sotsi-
al'no-ekonomicheskikh ob"ektov v nestabil'noy okru-
zhayushchey srede [Theoretical aspects of effective
management by behavior of socioeconomic objects in
unstable environment]. Internet journal "Nau-
kovedenie", July-August 2014, Iss. 4 (23). Available at:
https://naukovedenie.ru/PDF/116EVVN414.pdf. (ac-
cessed 11.02.2021).

3. Uskenbayeva, R. K., Kurmangaliyeva, B. K.,
Yedilkhan, D. Situational Management for Process Im-


https://www.researchgate.net/deref/http%3A%2F%2Fdx.doi.org%2F10.1109%2FSICE.2015.7285573
https://doi.org/10.32620/reks.2020.2.09
https://doi.org/10.32620/reks.2021.1.13

Inghopmayiini mexnonozii

89

plementation of Working Operations of the Business
Process. 54th Annual Conference of the Society of In-
strument and Control Engineers of Japan (SICE),
Hangzhou, China, 2015, pp. 292-297.
DOI: 10.1109/SICE.2015.7285573.

6. Paulsen, S., Boens, J. Summary of the Workshop
on information and communication technologies supply
chain risk management, National Institute of Standarts
and Technology, 2012. 21 p.

7. Kravets, P. O. Dynamichna koordynatsiya

4. Fedorovich, O. E., Pronchakov, Yu. L. Metod
formuvannya lohistychnykh transportnykh vza-yemodiy
dlya novoho portfelyu zamovlen’ rozpodileno-ho virtu-
al'noho vyrobnytstva [Method of formation of logistic
transport interactions for a new portfolio of orders of
distributed virtual production]. Radioelektronni i
komp'uterni sistemi — Radioelectronic and computer
systems, 2020, no. 2 (94), pp. 102-108. DOI:
10.32620/reks.2020.2.009.

5. Pawluczuk, Ju. K probleme upravleniya pro-
izvodstvennymi resursami predpriyatiya [Problemy
zarzadzania zasobami produkcyjnymi przedsigbiorst-
wa)]. Zarzgdzanie : Teoria i praktyka, 2011, no. 1 (3),
pp. 17-26.

stratehiy mul'tyahentnykh system [Dynamic coordina-
tion of multi-agent systems strategies]. Bulletin of the
National University "Lviv Polytechnic"”, 2011, no. 699,
pp. 134-144.

8. Fedorovich, O., Uruskiy O., Pronchakov Yu.,
Lukhanin M. Method and information technology to
research the component architecture of products to justi-
fy investments of high-tech enterprise. Radioelektronni i
komp'uterni sistemi — Radioelectronic and computer
systems, 2021, vol. 1 (97), pp. 150-157. DOI:
10.32620/reks.2021.1.13.

9. Roszak, M. T. Zarzadzanie jakoscig w praktyce
inzynierskiej. Open Access Library, 2014, vol. 1 (31).
150 p.

Haoittwna 0o peoaxyii 03.04.2021, poszensnyma na peoxoneeii 20.05.2021

PU3UKO-OPIEHTOBAHE MO/JEJIOBAHHS JOBI'UX JJOT'ICTUYHUX JIAHIIIOKKIB
HOCTAYAHHSA B HIAMPUEMCTBAX, IO PO3BUBAIOTHCA

0. E. ®@eooposuu, 10. J1. Ilponuaxos

CraBUThCS Ta BUPINIYETHCS aKTyajbHA 3ajada JOCIHIPKCHHS JOBTUX JIOTICTUYHUX JIAHIFOKKIB IMOCTAYaHHS B
MIAMPUEMCTBAX, 10 PO3BUBAIOTHCS. 3-32 PO3MOJUIEHOCTI BUPOOHUYOT CUCTEMHM Ta HasBHOCTI BEJIMKOI KiJIbKOCTI
BiJJTAJICHUX MTOCTaYaJIbHUKIB MaTepialliB, CHPOBHHH Ta KOMIUICKTYIOUNX, BUHUKAIOTh 3arpo3H 3pUBIB IUIaHIB MOCTA-
YaHHsI, I10 BiTOOPaXyeThCs HA IUIAHAX OCHOBHOT'O BUPOOHUIITBA y BUIVIAAL 1X HOPYIIEHB, SIKi NPU3BOISTH IO MOX-
JMBHX MITpadiB, EKOHOMIYHUX BTPAT Ta IOPYHICHHIO MOCTaYaHHS BUPOOJIEHOT MPOAYKIii HA PUHKH BUCOKOTEXHO-
JIOTIYHMX Ta HAYKOEMHHX BHPOOiB. JlJIsl JOCIIIKEHHS 3arp0o3 Ta BPA3IMBOCTEH Yy JIOTICTHI IOCTAYaHHS 3alPOIIOHO-
BaHO PH3HMKO-OPIEHTOBAHMH IMIAXiJ, IKUH BPaXOBYE MOXKIIMBI 3arpo3H 3 JOMOMOTOK MHHYJIOI CTATUCTUKH 1 OIIHOK
eKcrepTiB. MeTor poOOTH € po3poOKa PU3HKO-OPIEHTOBAHOTO METOY AJIS IOCIIIKSHHS ICHYIOUHX 3arpo3 Ta OLiH-
Ka 1X BIUIMBIB Ha BPa3MBOCTI JIOTICTUYHUX JIAHI[IOXKKIB PO3MO/LIEHOT BUPOOHUUOI cUCTeMH. 3-3a CKJIQJHOCTI IpO-
0JIEMHOT JIOTICTHYHOT 3aj1a4i, JOCIIDKEHHS IIPOBOJUTHLCS y TPH €Tanu: po3poOKa METOay MOJICTIIOBAHHS PU3UKIB B
JIOBI'MX JIOTICTUYHUX JIAHIFO)KKAX [MOCTaYaHHsS; BU3HAUEHHS MOXIIMBUX BY3bKHMX MICIb B TPAaHCIIOPTHIH cUCTeMi
JIOTICTHKH MTOCTAYaHHs; MOJICIIOBAHH 3arp0o3 Ta aHaJi3 BPa3InBOCTEH B JIOTICTUIl OCTavaHHs. J1Ji1 MOICTIOBaHHS
PH3HKIB BUKOPHCTOBYEThCS areHTHA MOJIEINb, B SIKiH 3/IHICHIOETHCSI HAKONIMUEHHSI PU3MKIB IUISXOM MPOXOJKEHHS
3asBOK B TPAHCHOPTHiil cuctemi. JIJisi MOAENIOBaHHS BY3bKMX MICIb BUKOPHUCTOBYETHCS iMiTalliiiHa MoAiliHa MO-
JIeNb, B SIKi aHANI3YIOTHCS BENHKI YeprH, sKi BHHUKAIOTh B TPAHCIIOPTHINW cucTeMi. J{JIs MOJAEIOBaHHS 3arpo3 Ta
BPA3IIMBOCTEH BUKOPHUCTOBYETHCS CTOXACTUYHA iMiTalliiiHa MoJenb. HOBUMHU HaAyKOBUMH pe3yiIbTaTaMH €: PH3HKO-
OpIEHTOBAaHMH METOJ IMITalifHOTO MOJICNIOBAHHS JOBTHX JIOTICTUYHHUX JIAHIIOKKIB ITOCTAUYaHHS; MOZEITIOBAHHS
3arpo3 Ta BPa3IMBOCTEH JIOTICTHKM MOCTa4yaHHs. BUkopucTaHi MaTeMaTH4YHI METOIM: TEOpis PU3MKIB; iMiTariiiHe
MOJIiiHE MOJIENIOBAHHS; areHTHE MOJICIIOBaHHS; TEOPisl MacOBOro 0OCITyroByBaHHs. 3alpONOHOBAHMHN Mi/XiJ y BH-
IS/l KOMIUIEKCY PO3pOOIIeHHX iMiTaliHHUX MOJeell JOLIHO BUKOPUCTOBYBATH NPH ()OPMYyBaHHS IUIAHIB ITOCTa-
YaHHsI BUPOOHMIITBA, 1110 PO3BUBAETHCS.

Kiro4oBi cioBa: JOTiCTHYHI PHU3MKH; MOCTA4aHHS PO3MOJIICHOTO BUPOOHHUIITBA; 3arpo3W 1 BPas3JIMBOCTI y
TPAHCTIOPTHIN JIOTICTHIIi; iMiTaIliiiHe MOJCTIOBAHHS; ar€HTHE MOJICIIIOBAHHS.

PUCK-OPUEHTUPOBAHHOE MOJEJIUPOBAHUE JJIUHHBIX JIOTUCTUYECKUX LHEIIOYEK
MHOCTABOK B PABBUBAIOLIUXCS NPEANNPUATUAX
0. E. @eooposuu, 10. JI. Ilponuakos
CraBUTCS M pelIaeTcsi akTyajibHas 3ajada WCCICIOBaHMS ITHHHBIX JIOTHCTHYCCKHX IIEMOYCK [TOCTABKU B pas-
BHBAIONIMXCS MPEeANpUATHIX. V3 3a pacnpeneieHHOCTH MPOU3BOICTBCHHON CHCTEMbI M HAJUYUSA OOJBIIOrO KOJIH-
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YECTBa OTHAJICHHBIX MOCTAaBLUIMKOB MAaTEPHUaJIOB, ChIPbS W KOMIUIEKTYIOIIHUX, BO3HUKAIOT yrpo3bl CphIBa IUIAHOB
CHA0XCHMUS, YTO OTOOPaKaeTcs Ha IJIaHaX OCHOBHOTO MPOU3BOJCTBA B BUJC MX HAPYIICHUAX, KOTOPBIC IPUBOJAT K
BO3MOKHOCTSIM IITPaoB, SKOHOMIYECKUX TOTEPh W HAPYIICHUH IMOCTABKU IPOU3BEICHHON MPOMYKIINH Ha PHIHKU
BBICOKOTEXHOJIOTHYHBIX M HAYKOEMKHUX M3Ienuil. [l uccaeIoBaHus YIpo3 U YSI3BUMOCTEH B JIOTUCTHKE CHAOKECHMS
MIPEUTIOKEH PUCK-OPHEHTHPOBAHHBIN ITOXO, KOTOPHIH YUNTHIBAET BO3MOXKHBIE YTPO3BI C IIOMOIIBIO MPOIIION CTa-
THUCTHKH U OIEHOK dKCHepToB. Llenmpio paboThl siBIsieTCs pa3padoTka pUCK-OPUEHTHPOBAHHOTO METOAA IS HCCIIe-
JOBaHUS CYIIECTBYIOIINX YIPO3 M OICHKA WX BIUSHHUA HA YSI3BHUMOCTHU JIOTHCTHYECKUX IETOYEK paclpeneeHHON
TIPOU3BOJICTBEHHOM CHCTEMBI. [3-3a CIIOKHOCTH MPOOJIEMHON JIOTUCTHYECKON 3a/1a4H, MCCICJOBAaHUE MTPOBOIUTCS
B TpH 3Tama: pa3paboTka METO/Ia MOJICIIMPOBAHKS PUCKOB B JUIMHHBIX JIOTHCTUYECKUX IIEMTOYKAX MOCTABOK; OMpe/e-
JICHHE BO3MOJXKHBIX Y3KHX MECT B TPAHCIIOPTHOW CHCTEME JIOTUCTUKH CHAOXKEHUsI, MOJICIIMPOBAHKUE YIPO3 U aHAIIU3
YSI3BUMOCTEH B JIOTUCTUKE MOCTAaBKU. {71 MOJEIMpOBaHUS PUCKOB HCIOJB3YETCSl areHTHash MOJENb, B KOTOPOil
OCYIIECTBJIACTCS HAKOIJICHUE PUCKOB IyTEM MPOXOXKICHHUS 3asBOK B TPAHCIOPTHOU cucteMe. i MOJenupoBaHus
Y3KHAX MECT HCIOJb3YeTCS MMHUTAIIMOHHAS COOBITHITHAS MOJCIb, B KOTOPOW aHAIU3UPYIOTCS OOJBIINE OYepe.u,
BO3HUKAIOIIKNE B TPAHCIOPTHOM cucteme. s MonenupoBaHus yrpo3 U ySI3BUMOCTEH HCHOJIB3YEeTCS CTOXacTUYe-
CKasi IMHUTAIIOHHAA MOoJenb. HOBBIMH Hay9HBIMH PE3YNbTaTaMU SIBIAIOTCS: PUCK-OPUCHTUPOBAHHBIH METOI UMU-
TAIMOHHOTO MOJEIMPOBAHUS UIMHHBIX JOTHCTHYECKUX IETI0YEK MOCTABOK; MOJCIUPOBAHHUE YTPO3 U YA3BHUMOCTEH
JIOTUCTUKU CHaOXeHus. Vcronp30BaHbl MaTeMaTHYECKIEe METOIBI: TCOPHS PHCKOB; UMHUTAIMOHHOE COOBITHIHOE
MOJICIIMPOBAHIE; areHTHOE MOJCIMPOBAHIE; TEOPUS MaccOBOTO obciykuBaHUs. [IpeioskeHHBIN MOAX0M B BHIC
KOMIIIEKCa Pa3pabO0TaHHBIX UMHTAIIMOHHBIX MOJEJCH IIerIeco00pa3HO HCIIONB30BaTh IMPH (HOPMUPOBAHUH IUIAHOB
cHa0XCHHUS Pa3BUBAIOIICTOCS IPOM3BOICTBA.

KutioueBble ¢cjI0Ba: TOTUCTUUECKHUE PUCKH; TTOCTABKH PaCcpEe/IeIEeHHOTO MPOU3BOJICTBA; YTPO3bI U YSI3BUMOCTH
B TPAHCIIOPTHOMH JIOTUCTUKE; UMUTAIITMOHHOE MOJICIMPOBAHNE; aT€HTHOE MOJIEIMPOBAHMUS.
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