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THE REGULATORY FRAMEWORK FOR GREEN WI-FI:
ANALYSIS AND DEVELOPMENT FOR ADAPTIVE NETWORKS

The article provides an analysis of standards which encourage the reduction of energy consumption within the
Green Wireless concept. Basically, standards specification ignores the dynamic properties of the subscribers.
However, the discussed standards offer the possibility to modify these parameters using the methods of adapta-
tion as a natural reaction to the environment. Furthermore, static and dynamic scenarios as well as their limi-
tations are briefly examined. In this paper, the methods of adaptation and control of the parameters of the ac-
cess points that cover the principles of adaptation are discussed in order to highlight the advantages and dis-
advantages of each method and to better understand how the parameters affect the results.
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Introduction

The climatic changes that have been occurring dur-
ing the last decades and have led to irreversible changes
in ecosystems gave impetus to the research for safer and
more environmentally friendly, green energy resources
as well as technologies designed to mitigate the effects
of global warming. Given this information and the fact
that technology is using more than 2% of the global
energy consumption, there is a need to improve the effi-
ciency of such technologies so as to increase their popu-
larity and accessibility [1]. Wireless service providers
have reported that up to 80% of their CO2 emissions
result from network operation that emitted microwaves.

Furthermore, several studies in the field of health,
published by the public organization «Health Protection
Agency» [2], suggest that the extended exposure to mi-
crowave radiation may cause symptoms such as head-
aches, eyestrain, fatigue, depression or even sleep disor-
ders. Despite the use of wireless networking technolo-
gies which are comparative to low-power electromag-
netic signals, it is necessary to take into account the fact
that, unlike television systems, microwave ovens, etc.,
wireless network in devices such as laptops, table com-
puters, PDAs, etc. are in close proximity to humans for
a long period of time. With regard to this, the Parlia-
mentary Assembly of the Council of Europe (PACE)
published a document [3] regarding WI-FI and mobile
phones aiming to focus on «the risks of potentially
harmful long-term biological effects on the environment
and on human health, especially "targeting children,
teenagers and young people of reproductive age». The
document notes that the use of wireless networks can
lead to serious economic losses due to their systemic
effects on human health.

These factors are strongly motivating to reduce

electromagnetic radiation from transmitters’ wireless
networks, as well as reduce the time of exposure. This is
the basis for the development of green technologies or
concepts of Green Computing in wireless network by
adapting the parameters of accepted equipment, espe-
cially access points (APs), which would reduce the pro-
portion of excess radiation and establish a well-
distributed, but not concentrated radio signal.

Nowadays, there is one international green stan-
dard, ISO 14001:2004 which is required for prevention
of pollution and for the reduction of emissions or dis-
charge of any type of pollutant.

Some approaches to the development of adaptive
wireless local area networks (WLAN) were studied in
[4]. The analysis found that in a series of standards for
WLAN - IEEE 802.11x a large number of parameters
was identified [5] which can be dynamically modified
under certain operating conditions, considering the con-
cept of Green Computing, namely the power of trans-
mission, the frequency range, the radius of coverage of
wireless network station (STA), the number of active
APs, the fragmentation threshold, etc.

1. The regulatory framework.
WLAN Standards

The IEEE 802.11 standard defines that the organi-
zation of a wireless communication on a limited area
within 100 m in the local network mode, provided for
multiple users who have equal access to common data
channel, may compare with the Ethernet network stan-
dards.

This standard specifies the order of organization
WLAN on the media access control level (MAC-level)
and physical layer. It defines one type of MAC and
three types of physical channels.
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Moreover, the IEEE 802.11 standard specifies au-
thentication in order to verify the access right of a sta-
tion (STA), and provide channel encryption to protect
the channel and bring it closer to the Ethernet cable.

The physical layer has two types of wireless chan-
nels.

The basic idea of the 802.11 standard is cellular
architecture. Wireless network may have one or several
STA cells. Each STA is controlled by a basic station
called access point (AP). The AP and STA situated
within the effective zone, allowing users to have access
to the network. At the multicellular WLAN, APs can
cooperate with each other through a distributed system,
which represents the idea of main segment of cable
networks. Basic infrastructures that include the APs and
distributed system form an extended service area. Si-
multaneously, the standard specifies a single cell
WLAN, which can work in Ad-hock mode without the
AP, meaning that the basic part of its functionality is
performed by the STA.

There are several families of the IEEE 802.11
standards.

IEEE 802.11 — basic initial standard which speci-
fies the main idea of WLAN.

IEEE 802.11a — specifies wireless data transmis-
sion with a throughput up to 54 Mbps in the frequencies
of 5 GHz;

IEEE 802.11b — has additional specification for
adding frequencies of 2,4 GHz wireless channels with a
throughput up to 11 Mbps.

IEEE 802.11d — defines the requirements of physi-
cal channel i.e. requirements of transmitter power and
frequency ranges, aligned to the requirements of differ-
ent countries.

IEEE 802.11¢ — defines the Quality of Service
(QoS). This standard organizes traffic prioritization
which depends on the type of transmission data, such as
web application, multimedia traffic (e.g. audio-, video-
stream etc.) and so on.

IEEE 802.11F — Inter-Access Point Protocol de-
fines interaction between APs. This standard determines
the roaming mode and interaction between APs when
the STAs are changing the location from one network
segment to another. It specifies the interaction order
between equal APs.

IEEE 802.11g — defines additional device-
properties for modulation frequencies of 2.4 GHz. It is
intended to provide throughput up to 54 Mbps.

IEEE 802.11h — specifies additions to meet the Eu-
ropean Union requirements to wireless band. These ad-
ditions may change the transceiver power.

IEEE 802.11i — (WPA2) defines the security for
wireless networks. It implements a range of protective
functions in exchange of information, through a wireless
network - in particular, the technology of AES (Ad-
vanced Encryption Standard) for encryption algorithm

supports key lengths of 128, 192 and 256 bits, under the
provision that it is compatible with all applicable
802.11i-networks. It affects the protocol 802.1X, TKIP
and AES;

IEEE 802.11j — designed specifically for Japan and
expands 802.11a with additional channel 4.9 GHz.

IEEE 802.11n — high throughput, defines a
throughput up to 300-600 Mbps by adding multiple-
input multiple-output (MIMO). It increases a channel
width from 20 up to 40 MHz to the physical layer, re-
duces the overhead of transferring large data (similar to
Jumbo in Gigabit Ethernet) and adds the frame aggrega-
tion to the MAC layer.

IEEE 802.11p — defines access to wireless network
from vehicles.

IEEE 802.11r — specifies universal interactions to
accept a roaming STA from one network coverage in
the coverage area of the other.

IEEE 802.11s — Mesh Wireless Network. It speci-
fies the physical and MAC layers of simple mesh wire-
less network. APs are forming a resilient network. The
cellular architecture network potentially provides high
coverage, with the AP assumed to connect both vie ca-
ble and vie the wireless interface.

IEEE 802.11 u — identifies solutions for wireless
interactions with external networks.

IEEE 802.11v — defines the functions of networks
management for wireless network.

IEEE 802.11w — design for the protection of man-
agement frames.

2. Green part IEEE 802.11x
2.1. IEEE 802.11: Power Save Mode

When an STA is in power saving mode, it is re-
quired to wake up and contend for the channel when it
receives traffic-indicator-map beacon frames. In this
condition, its energy consumption involves all issues of
an active-mode STA, plus two additional factors: the
first refers to the time needed for an STA to successfully
access the channel and retrieve all down-link packets
and the second refers to the way in which the STA
should determine the length of each listening interval.

Regarding the first parameter, when many down-
link packets must be sent to more than one STA in pow-
er saving mode, the AP should make the packet service
sequence to minimize the total energy consumed by all
STAs by scheduling downlink packets at the AP to min-
imize the contentions and energy consumption of STAs.

In the second factor, an STA with a longer listen-
ing interval can stay in the doze state longer and con-
serve energy. However, a longer listening interval intro-
duces packet delays, creating a trade-off between energy
consumption and delays. Seeing as packet delays de-
pend on packet arrivals, solutions usually have to con-
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sider cross-layer effects and the characteristics of packet
arrivals, such as TCP and web accesses.

IEEE 802.11n suggests a power saving multi-poll
scheme which avoids contentions in PS-Poll procedures
and improves the energy efficiency of STAs. The
scheme may also be extended to support the QoS of an
STA and minimize its power consumption. The AP
could consider different QoS requirements (delay con-
straints and bandwidth constraints) and schedule the
packet transmission of STAs using this multi-polling
mechanism, improving energy efficiency.

2.2. IEEE 802.11e: Quality of Service

IEEE 802.11e suggests two mechanisms for the
automatic power-saving delivery it means, the sched-
uled automatic power-saving delivery and unscheduled
automatic power-saving delivery. In the first case, the
service period (SP) is used so that an STA exchanges
data packets with the AP due to the periodic waking up
of the STA, receives and sends packets with the mini-
mal contentions. In the unscheduled automatic power-
saving delivery, the STA sends an up-link frame which
encourages an unscheduled SP to exchange the packets
with the AP, meaning it saves more STA energy.

An AP sends a traffic-indicator-map frame allowing
the STAs to receive queued packets, provided the traffic-
indicator-map frame contends the channel. This makes
WLAN contention very serious as many STAs send PS-
Poll frames to the AP at the same time, meaning that the
WLAN resources are wasted and the STAs consume extra
energy. To avoid this, the IEEE 802.11n defines the power
save multi-poll scheme, where the APs consider different
QoS requirements (delay and bandwidth constraints) and
schedule the packet transmission of STAs. Therefore, the
STAs can wake up and receive packets based on the AP
schedule, improving both energy efficiency of power sav-
ing mode STAs and WLAN utilization.

Wi-Fi peer-to-peer helps Wi-Fi devices to connect
with each other without a WLAN infrastructure. Wi-Fi
peer-to-peer leads to significant power save and notice of
absence functions, through P2P Group Owner. For the
power save, if all P2P Clients are in doze mode, the Group
Owner can go to sleep. For the notice of absence, P2P Cli-
ents are informed that the P2P Group Owner is absent for a
period. The P2P Clients could also perform the power sav-
ing mode and unscheduled automatic power-saving deliv-
ery procedures to conserve their energy.

3. Adaptation

3.1. Principles of adaptation in WLAN
in the context of green computing

WLAN performance in changing conditions, such as
the exact number of STA, their location and movements as
well as the properties used by the STA equipment, is

difficult to predict and can change dynamically. In this
scenario, a static definition in the design of the WLAN
parameters may not always be optimal, resulting in
reduced capacity, inefficient use of power supplies and
unreasonable "pollution" of the environment with ultrahigh
and microwave electromagnetic radiation. Therefore, the
current dynamic is changing the WLAN parameters in real
time, which will adapt the work of wireless networks and
network devices to the current operating conditions. The
basic principle of adaptation in the WLAN is to consider
the dynamically changing properties of the operating
conditions (the current number of STA, their distance from
the AP, the concentration of STA, the intensity of
information exchange, the interference level, etc.) and to
modify the parameters of wireless devices (power and
direction of the radiation used, frequency range, the
parameters of data link layer, etc.) in order to optimize the
properties of functioning (performance, reliability, level of
electromagnetic radiation).

3.2. Model adaptation and control of AP

Depending on the type of WLAN, a model of local
adaptation can be used [4] considering the cooperation
between the AP and the STA as well as the model of
system adaptation, which, apart from local cooperation,
includes a centralized cooperation between the APs in the
WLAN. Under any circumstances, the adaptation will
consist of a stage of WLAN appraisal parameters such as
the analysis of the transmission media, the number of STA
etc., the stage of analysis of results appraisals and the
calculation of the optimal parameters for current state
which, if necessary, will be modified these parameters. The
modification of the adaptation parameters is possible either
on the STA side or on the side of the AP. However, today
there is a large number of diverse STAs network devices
running on different operating systems, available from
various manufacturers, making the WLAN development
impractical. Therefore, attention should be focused on
developing models of local and system adaptation for
wireless APs.

3.3 System adaptation

System adaptations can be used in WLAN
development, having a basis of mesh wireless network,
WLAN topology with internal roaming or WLAN with
extended coverage zone by APs which work as repeater.
Otherwise stated, the original topology of these networks
includes ensuring coverage by a certain number of active
APs that cooperates either with the STA or with other APs.
In this case, for each of the APs it is necessary to make a
decision to change the parameters, not only on the basis of
their own data cooperation with STA, but also based on the
information of neighboring APs.
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3.4 Hierarchy of scenarios for wireless
adaptation

According to the location of the STAs and APs, the
basic concept of WLAN can be formulated as STAs are
seeking for an AP. In other words, WLAN availability, as
well as the QoS, depends on the location of the STA. Re-
search shows that this is not always the optimal concept, so
another concept was found. An AP is seeking for STAs.
According to these concepts, there are passive and active
APs correspondingly. However, both concepts can be used
in local and system adaptation which were described
above. For the local concept of adaptation, the parameters
that can be used are fragmentation threshold and frequency
range. Apart from the above mentioned parameters, ac-
cording to the system adaptation, it is also possible to
change the maximal number of STAs, coverage radius of
APs and other parameters.

‘ Passive APs '
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adaptation
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Thus, based on the time factor, all scenarios are di-
vided into static and dynamic scenarios. The static scenar-
ios are originally based on the idea of a static location of
STAs and APs static location; therefore it refers to local
adaptation. On the other hand, the dynamic scenarios are
taking into account the random traffic of STAs as well as
mobile APs and focusing of beam antennas, according to
the concept of APs seeking for STA. In order to better de-
scribe these scenarios, spotting problems such as optimal
location of APs within both, passive and active APs has to
be dealt with. Moreover, for active APs it is necessary to
determine the shortest path for the optimal location of APs,
optimal direction of beam antennas and location of STAs.
As seen from fig. 1, the basic functional limitation for de-
signing such an adaptive WLAN is that the modern AP is
either completely unsupported by such functions or it is
supported only by hardware.
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Fig. 1. Scenarios for Wireless Adaptation

Conclusion

There are a number of standards that defines of the
Green Wireless concept, as well as some of the environ-
mental requirements for wireless networks.

The dynamic adaptation of APs parameters allows
the improvement of the performance and readiness of

WLAN [4], the reduction of the power of the transceiver,
and as a result, the reduction of energy consumption and
electromagnetic pollution.

Further work is required to direct the development
and the study of mathematical models and methods of cen-
tralized and decentralized management of APs of WLAN,
including the aspect of reliability. Moreover, in the scope
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of improving the adaptive WLAN, the issues of providing
the required level of security should certainly be included.
Therefore, it is essential to conduct research on the
complex issues of creating adaptive and dependable wire-
less networks. On the basis of these issues, the information
technology, the design and reengineering of WLAN can be
developed, given the specific features of the concept of
Green Computing. Such information technology can be of
paramount importance due to the high-growth communica-
tions services and the increase in coverage zone of wireless
networks in order to achieve the development of more en-
vironmentally friendly and energy-efficient WLANS.
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HOPMATHUBHA BA3A JJI5S1 GREEN WI-FI:
AHAJII3 TA PO3BUTOK JJIsA AZIAIITUBHUX MEPEK

M.E. Anoecoxuit

VY craTTi HAaBOAWTHCS aHAJI3 CTAHAAPTIB, SIKI PErJIAMEHTYIOTh 3HIDKEHHSI €HEPIOCIIOKUBAHHS B paMKaX KOHIle-
mii Green Wireless. Aue, Taki CTaHIapTH 4acTo iTHOPYIOTh AMHAMIYHI BIACTUBOCTI aOOHEHTIB. TUM He MeHII, I
CTaHJapTH JAI0Th MOXJIUBICTh 3MIHIOBATH TIApaMETPH, BUKOPHCTOBYIOYHM METO/N aJIalTallil, sIK IIPUPOHY PEAKIIiIo
Ha HaBKOJIMIIHE cepefoBuIle. PO3rIIsSHYTI 3a/1a4ui CTATHKU Ta AWHAMIKHM, a TAKOX OOMEXEHHsI ITOB's13aHi 3 HUMU. Tak
caMo B IIili poOOTI BU3HAYAIOTHCS METOMIU aJamNTallii Ta YIPaBIiHHA MapaMeTpaMH TOUYOK JOCTYITY, IO MiTKPECIIOE
TiepeBary Ta HEJI0MiKH KOYKHOI'0 METO/TY, KPIM TOTO Ja€ MOXKJIMBICTD Kpallle 3p03YMITH BJIMB MApaMETpPiB Ha PE3YiIb-
TaTH.

KurouoBi cioBa: ctanmaptu 0e3poToBHX Mepek, ekonoridni Wi-Fi, agantiupHi 6e31p0TOBI MEepexi.

HOPMATHUBHASA BA3A JJI5S1 GREEN WI-FI:
AHAJIN3 U PABBUTHE JIJISI ATAITUBHBIX CETEM

M.D. Anoeckuii

B craThe MpUBOAMTCS aHAIN3 CTAHAAPTOB, KOTOPBIC PETIAMEHTUPYIOT CHUYKEHUE YHEPTOMOTPEOICHHUS B paM-
kax konremmu Green Wireless. OnHako, Takue CTaHAAPTHI 3a4aCTYH0 UTHOPUPYIOT TUHAMUYECKUE CBOMCTBa abo-
HEHTOB. TeM He MeHee, 3TH CTaHAAPTHl JaI0T BO3MOXKXHOCTh MEHSTH MMapaMeTphbl, UCIIOIB3YsS METOMbI alanTalluy,
KaK €CTECTBEHHYIO PEaKIUI0O Ha OKPYKAIOIIYyo cpeny. PaccMOTpeHbI 3aJjauul CTaTUKU U JJMHAMHKH, a TaK e orpa-
HUYCHUS CBSI3aHHBIC C HUMU. Tak ke B TaHHOH paboTe ONMpeaesaIOTCs METOBI aJalTAlli} M YIIPABJICHUS apaMeT-
paMu TOYEK OCTYIA, YTO MOMYCPKUBACT MPEHUMYINECTBA M HEJOCTATKA KaXKIOr0 METOMA, a TAKXKe JaeT BO3ZMOXK-
HOCTB JIYYIIIe TIOHATH BJIUSHHUE TAPaMETPOB Ha PE3YJIbTATHI.

KiroueBrble ci1oBa: cTaHIapThl OSCIIPOBOAHBIX ceTel, sKonorunueckre Wi-Fi, aganTueHbie OECIIPOBOIHBIC CETH.
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